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Teilnahmebedingungen für das Fronius Gewinnspiel: 
WEBUILD Energiesparmesse 2026 
 
1. Veranstalter 
Veranstalter dieses Gewinnspiels ist die Fronius International GmbH, mit Sitz in A-4643 
Pettenbach, Froniusstrasse 1, Österreich nachfolgend Fronius genannt. Die Teilnahme am 
Gewinnspiel der Fronius International GmbH ist kostenlos und richtet sich ausschließlich nach 
diesen Teilnahmebedingungen. 

Das Gewinnspiel wird auf der WEBUILD Energiesparmesse veranstaltet und auf den von Fronius 
betriebenen Social-Media-Kanälen (Facebook, Instagram) beworben. Dieses Gewinnspiel steht in 
keinem Zusammenhang mit Facebook oder Instagram und wird in keiner Weise von Facebook 
oder Instagram gesponsert, unterstützt oder organisiert. 
 
Aus Gründen der Lesbarkeit wird in diesen Teilnahmebedingungen weitgehend die neutrale bzw. 
männliche Form des Begriffs „Teilnehmer“ und „Gewinner“ verwendet. Selbstverständlich ist 
damit immer auch die entsprechende weibliche Form gemeint. 
Irrtum und Druckfehler vorbehalten. 
 
2. Ablauf des Gewinnspiels 
Jeder Teilnehmer, der am Fronius Messestand die Gewinnspielkarte vollständig ausfüllt, die Frage 
korrekt beantwortet (nur eine Auswahl ist richtig) und die sonstigen in diesen 
Teilnahmebedingungen normierten Teilnahmevoraussetzungen erfüllt, hat die Möglichkeit an 
dem Gewinnspiel teilzunehmen.  
 
Der Teilnahmezeitraum für das Gewinnspiel beginnt am 25.02.2026 (09.00 Uhr MEZ) und endet 
am 01.03.2026 (17.00 Uhr MEZ). 
 
3. Teilnahme und Teilnahmeberechtigte 
Die Teilnahme an diesem Gewinnspiel ist kostenlos. Um am Gewinnspiel teilnehmen zu können, 
müssen diese Teilnahmebedingungen und die Fronius Datenschutzerklärung akzeptiert werden. 
Die beiden Dokumente werden sowohl in elektronischer Form als auch in physischer Form (am 
Fronius Stand C100/Halle 20) bereitgestellt. Die Teilnahme ist nur innerhalb des 
Teilnahmezeitraums möglich.  
 
Pro Kunde ist die Teilnahme am Gewinnspiel nur einmal möglich. 
 
Teilnahmeberechtigt sind alle natürlichen Personen ab 18 Jahren mit Wohnsitz in Österreich. 
Sollte ein Teilnehmer in seiner Geschäftsfähigkeit eingeschränkt sein, bedarf es der Einwilligung 
seines gesetzlichen Vertreters. 
 
Durch die Teilnahme entstehen keine Rechtsansprüche und Fronius übernimmt keine Haftung. 
 
4. Ausschluss vom Gewinnspiel 
Mitarbeiter von Fronius und andere an der Konzeption und Umsetzung dieses Gewinnspiels 
beteiligte Personen sowie ihre Familienmitglieder sind von der Teilnahme ausgeschlossen. 
 
Fronius behält sich ausdrücklich das Recht vor, nach eigenem Ermessen Personen von der 
Teilnahme auszuschließen, wenn berechtigte Gründe vorliegen, beispielsweise (a) bei 
Manipulationen im Zusammenhang mit Zugang zum oder Durchführung des Gewinnspiels, (b) 
bei Verstößen gegen diese Teilnahmebedingungen, (c) bei unlauterem Handeln oder (d) bei 
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falschen oder irreführenden Angaben im Zusammenhang mit der Teilnahme an dem 
Gewinnspiel. 
 
5. Gewinn, Benachrichtigung und Übermittlung des Gewinns 
Folgender Preis wird einmal vergeben: 
 
Fronius Symo GEN24 10.0 Plus im Wert von € 3.558,- (netto) 
 
Die Ermittlung des Gewinners erfolgt am 05.03.2026 im Rahmen einer auf dem Zufallsprinzip 
beruhenden Verlosung unter allen Teilnehmern. Wird bei der Verlosung eine Teilnahmekarte 
gezogen, die nicht vollständig ausgefüllt wurde oder bei der die Frage nicht korrekt beantwortet 
wurde, so wird eine neue Teilnahmekarte gezogen. Der Gewinner der Verlosung wird zeitnah über 
eine gesonderte Mail über den Gewinn informiert. Die Aushändigung des Gewinns erfolgt 
ausschließlich an den Gewinner oder an den gesetzlichen Vertreter des Gewinners. Ein Umtausch, 
eine Selbstabholung sowie eine Barauszahlung des Gewinns ist nicht möglich. Eventuell für den 
Versand des Gewinns anfallende Kosten übernimmt Fronius. Mit der Inanspruchnahme des 
Gewinns verbundene Zusatzkosten gehen zu Lasten des Gewinners. Für eine etwaige 
Versteuerung des Gewinns ist der Gewinner selbst verantwortlich.  

 
Bestätigt der Gewinner den Gewinn nach zweifacher Aufforderung nicht innerhalb von 1 Woche, 
so verfällt der Gewinn und ein anderer Teilnehmer wird durch ein erneutes Losverfahren als 
Gewinner ermittelt. 
 
Der Gewinnanspruch ist nicht übertragbar. Der Rechtsweg sowie Barauszahlung sind 
ausgeschlossen. 
  
6. Beendigung des Gewinnspiels 
Fronius behält sich ausdrücklich vor, das Gewinnspiel jederzeit ohne vorherige Ankündigung und 
ohne Mitteilung von Gründen zu beenden. Dies gilt insbesondere für jegliche Gründe, die einen 
planmäßigen Ablauf des Gewinnspiels stören oder verhindern würden. Das Gewinnspiel wird 
insbesondere dann vorzeitig beendet, wenn eine ordnungsgemäße Durchführung aus 
technischen (z.B. Fehler oder Manipulation, die die eingesetzte Hard- und/oder Software 
betreffen) oder rechtlichen Gründen nicht gewährleistet werden kann. 

  

7. Datenschutz 
Für die Teilnahme am Gewinnspiel ist die Verarbeitung der personenbezogenen Daten des 
Teilnehmers notwendig. Das sind insbesondere die beim Teilnehmer selbst erhobenen 
personenbezogenen Daten wie Vor-, Nachname, Emailadresse, Telefonnummer sowie Anschrift. 
Für die Richtigkeit seiner Angaben ist der Teilnehmer selbst verantwortlich.  

Fronius verarbeitet personenbezogene Daten nach Maßgabe der gesetzlichen Bestimmungen 
und nach der Datenschutzgrundverordnung der Europäischen Union (DSGVO). 

Die personenbezogenen Daten der Teilnehmer werden ausschließlich für die Teilnahme, die 
Durchführung des Gewinnspiels und die Bekanntgabe, Veröffentlichung sowie Auslieferung des 
Gewinns genutzt und für diese Zwecke von Fronius verarbeitet. Die personenbezogenen Daten 
des Teilnehmers werden ohne dessen Einverständnis weder an Dritte weitergegeben noch diesen 
zur Nutzung überlassen.  

Jeder Teilnehmer hat im Zusammenhang mit seinen personenbezogenen Daten grundsätzlich 
das Recht auf Auskunft, Berichtigung, Löschung, Einschränkung, Widerspruch, Widerruf von 
Einwilligungen, Datenübertragbarkeit und Beschwerde bei Fronius an 
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dataprotection@fronius.com bzw. bei der österreichischen Datenschutzbehörde, Barichgasse 40-
42, 1030 Wien. 

Weitere Informationen zum Thema Datenschutz bei Fronius, insbesondere zu Ihren Rechten, 
finden Sie unter https://www.fronius.com/de/datenschutzerklaerung. 

 

8. Anwendbares Recht 
Fragen oder Beanstandungen im Zusammenhang mit dem Gewinnspiel sind an Fronius zu 
richten. Kontaktmöglichkeiten finden sich im Anschluss. Das Gewinnspiel des Betreibers 
unterliegt ausschließlich österreichischem Recht. Der Rechtsweg ist ausgeschlossen. 

 

9. Salvatorische Klausel 
Sollte eine Bestimmung dieser Teilnahmebedingungen ganz oder teilweise unwirksam sein oder 
werden, so wird dadurch die Gültigkeit dieser Teilnahmebedingungen im Übrigen nicht berührt. 
Statt der unwirksamen Bestimmung gilt diejenige gesetzlich zulässige Regelung, die dem in der 
unwirksamen Bestimmung zum Ausdruck gekommenen Sinn und Zweck wirtschaftlich am 
nächsten kommt. Entsprechendes gilt für den Fall des Vorliegens einer Regelungslücke in diesen 
Teilnahmebedingungen. 

  

Viel Glück und Erfolg wünscht das Team Österreich der Fronius International GmbH! 

  

Kontakt: 

Fronius International GmbH 

Vertrieb Österreich 

Froniusplatz 1 

4600 Wels 

Österreich 

Tel.: 0043 (0)7242/241-0 

E-Mail: contact@fronius.com 

  

mailto:dataprotection@fronius.com
https://www.fronius.com/de/datenschutzerklaerung
mailto:contact@fronius.com
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DATENSCHUTZERKLÄRUNG 

Fronius International GmbH 
 

I. ALLGEMEINE INFORMATIONEN 
 
PRÄAMBEL 
Wir sind ein führendes technisches Unternehmen in den Bereichen Schweißtechnik, 
Photovoltaik und Batterieladetechnik und Verantwortliche im Sinne der Datenschutz-
Grundverordnung (DSGVO) (in der Folge „Fronius“). 
  
Diese Datenschutzerklärung findet auf jede Form der Verarbeitung von personenbezogenen 
Daten durch Fronius Anwendung. 
  
Fronius möchte Sie im Folgenden insbesondere darüber informieren, welche 
personenbezogenen Daten Fronius verarbeitet, wie und zu welchem Zweck diese genutzt 
werden und welche Rechte Betroffenen zustehen. Sämtliche Daten werden unter Beachtung der 
einschlägigen gesetzlichen Vorschriften zum Datenschutz und zur Datensicherheit verarbeitet. 
  
Sie können unsere aktuelle Datenschutzerklärung zu jeder Zeit auf unserer Website einsehen, 
herunterladen oder ausdrucken. Die Datenschutzerklärung stellt auch einen integrierenden 
Bestandteil unserer Nutzungs- und/oder Webshopbedingungen dar, die ebenso auf unserer 
Website zur Verfügung gestellt werden. 
 
KATEGORIEN PERSONENBEZOGENER DATEN 
Wir verarbeiten die nachfolgenden Datenkategorien oder Teile davon. Welche 
personenbezogenen Daten konkret verarbeitet werden, hängt von Ihrer Beziehung zu uns ab. 
Dazu finden Sie genauere Informationen in den Kapiteln III. und IV. 
 

Datenkategorie: Beschreibung: Daten wie: 

Name Daten, zur unmittelbaren 
Bezeichnung einer Person 

Vorname, zweiter Vorname, Nachname, Titel, Anrede 

Kontaktdaten Daten, die wir nutzen, um mit 
Ihnen in Kontakt zu treten oder 
Sie zu erreichen;  andere zur 
Adressierung erforderliche 
Informationen, die sich durch 
moderne 
Kommunikationstechniken 
ergeben 

Straße, Nummer, Postleitzahl, Stadt, Gemeinde, Adresse, 
Land, Bundesland, Zeitzone, Telefonnummer, E-Mail-
Adresse, Fax, Social.Media-Account 

Unternehmensdaten Daten, die im Zusammenhang 
mit Ihrer beruflich bedingten 
Kontaktaufnahme mit uns 
stehen bzw. allgemeine 
Informationen zum 
Unternehmen enthalten 

Unternehmensname, Art des Unternehmens, 
Firmenbuchdaten, berufliche Funktion und Position, 
Berufsgruppe, Job-Titel, Job-Kategorie, 
Entscheidungsträgereigenschaft, Umfang der 
Vertretungsbefugnis, Notizen zur Person, die von Ihnen 
mit uns abgewickelten Geschäftsfälle oder Projekte 

Personendaten Daten, zu Ihrer Person Sprache, Staatsbürgerschaft, Geburtsdatum, Geschlecht 

Vertragsdaten Daten, die im Zusammenhang 
mit der Begründung, Abwicklung 
bzw. Durchführung und 
Beendigung einer 
rechtsgeschäftlichen Beziehung 

Beginn, Ende, Dauer einer rechtsgeschäftlichen 
Beziehung, Kommunikation iZm Vertragserstellung und 
Vertragsabwicklung,  Kundennummer, Angebote, 
Aufträge, Verträge und andere Vereinbarungen zwischen 
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mit Ihnen oder einem 
Unternehmen stehen 

Ihnen und uns, Zolldokumente, Daten zur Verzollung und 
Exportkontrolle 

IT-Daten Daten die dadurch entstehen, 
dass Sie sich bei unseren Online-
Services registrieren oder unsere 
Website besuchen 

Neben Namen und Kontaktdaten, ggf. Username, 
Passwort, Double-Opt-In-Daten, Benutzer-ID, IP-Adresse, 
Log-Files 

Cookies  Cookies sind kleine 
Datenpakete, die beim Besuch 
unserer Website zwischen Ihrem 
Browser und dem/unserem 
Webserver ausgetauscht werden 

zu Cookies siehe unsere Cookie Policy sowie die 
enthaltenen Informationen im besonderen Teil dieser 
Datenschutzerklärung 

Besuchsdaten Daten, die wir verarbeiten, wenn 
Sie einen unserer Standorte 
besuchen oder an einer unserer 
Veranstaltungen teilnehmen 

Besuchs- bzw. Veranstaltungstermin, Besuchergruppe, 
Gästeliste, Besuchsort, Reisedaten 

Bilddaten Daten, die das äußere 
Erscheinungsbild einer Person 
durch Fotografie oder Video 
festhalten 

Identität, Aussehen, Verhalten, Zeit und Ort der 
Bildaufzeichnung 

Produktnutzungs- 
und Anlagedaten 

Daten, die erhoben werden, 
wenn unsere Produkte genutzt 
werden sowie Anlage- und 
Gerätedaten 

Anlagenname, Anlagenkennung, Inbetriebnahme 
Datum/Uhrzeit, Anlagenleistung, Hersteller, Modultyp, 
Anlagenbeschreibung, Anlagenbild, Leistungs- und 
sonstige Gerätedaten 

Positionsdaten Daten, die eine örtliche 
Lokalisierung ermöglichen 

Koordinatenangaben (Längengrad, Breitengrad, Höhe) 

Interaktions- und 
Korrespondenzdaten 

Daten, die bei einer 
Kommunikation mit uns 
entstehen 

Datum und Uhrzeit, Kontakte, Inhalte von E-Mails und 
anderen Kommunikationsmitteln wie MS Teams, Skype, 
uA, Kundentermine 

Inhaltsdaten Daten, die in Dokumenten, 
Nachrichten, Aufnahmen, 
Dokumentationen enthalten sind 

Informationen zu Personen, Fällen, Produkten uA 

Bank- und 
Finanzdaten 

Daten, die im Zusammenhang 
mit der Abwicklung von Geld- 
und Zahlungsflüssen entstehen 
sowie deren korrekten 
Verbuchung und steuerlichen 
Behandlung, inkl. Daten zum 
Finanzstatus 

IBAN, Steuernummer,  Liefersperre Mahndaten, 
Beteiligungsverhältnisse, UID Nummer und Intrastat-
Kennnummer, Mahndaten und Sperrkennzeichen (z. B. 
Rechnungs-, Liefer- oder Zahlungssperre), Bonus- und 
Provisionsdaten, Bonitätsdaten 

Bewerbungsdaten 

 
 
  
  

Daten, die wir im Rahmen Ihrer 
Bewerbung bei Fronius 
verarbeiten 

Bewerbung, Angestrebte Beschäftigung und Beginn, 
Ordnungszahl(en), Ausbildungsdaten, Berufserfahrung, 
Lebenslauf, Spezielle Berufserfordernisse, 
Sprachkenntnisse, Testergebnisse, Stammdaten, 
Lichtbild, Zeugnisse, Anschreiben 

Besondere 
Kategorien von 
personenbezogenen 
Daten* 

Daten, aus denen die rassische 
und ethnische Herkunft, 
politische Meinungen, religiöse 
oder weltanschauliche 
Überzeugungen oder die 
Gewerkschaftszugehörigkeit 
hervorgehen, sowie die 
Verarbeitung von genetischen 
Daten, biometrischen Daten zur 
eindeutigen Identifizierung einer 

Gesundheitsdaten, Daten im Zusammenhang mit 
Straftaten 
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natürlichen Person, 
Gesundheitsdaten oder Daten 
zum Sexualleben oder der 
sexuellen Orientierung einer 
natürlichen Person 

Betroffenendaten im Falle einer Geltendmachung 
der Betroffenenrechte im Sinne 
der DSGVO 

Betroffenenkategorie, Art und Inhalt der Anfrage, 
Identifikationsnachweis, Erledigung der Anfrage, Datum 
der Kontaktaufnahme und der Erledigung; 
Einwilligungserklärungen 

 
Gegebenenfalls werden weitere personenbezogene Daten verarbeitet, wenn dies für den 
konkreten Zweck erforderlich ist.  
*Für den Fall, dass Fronius auch besondere Kategorien personenbezogener Daten, sogenannte 
sensible Daten, verarbeitet (z. B. Gesundheitsdaten), beruht die Verarbeitung entweder auf 
Ihrer ausdrücklichen Einwilligung (Art 9 Abs 2 lit a DSGVO) oder sie ist zur Geltendmachung, 
Ausübung oder Verteidigung von Rechtsansprüchen erforderlich (Art 9 Abs 2 lit f DSGVO). 
 
TECHNOLOGIEN AUF UNSERER WEBSITE 
Cookies und Local Storage 
 
Auf unserer Website setzen wir Cookies ein, um unseren Internetauftritt nutzerfreundlicher und 
funktioneller zu gestalten. Einige Cookies bleiben dabei auf Ihrem Endgerät gespeichert.   
Cookies sind kleine Datenpakete, die beim Besuch unserer Website zwischen Ihrem Browser 
und dem/unserem Webserver ausgetauscht werden. Diese richten keinerlei Schaden an und 
dienen lediglich der Wiedererkennung der Website-Besucher:innen. Cookies können nur 
Informationen speichern, die von Ihrem Browser geliefert werden, d.h. Informationen die Sie 
selbst in den Browser eingegeben haben oder auf der Website vorhanden sind. Cookies können 
keinen Code ausführen und können nicht verwendet werden, um auf Ihr Endgerät zuzugreifen.  
Bei Ihrem nächsten Aufruf unserer Website mit demselben Endgerät können die in Cookies 
gespeicherten Informationen in weiterer Folge entweder an uns („Erstanbieter-Cookie“) oder an 
eine Webanwendung der Dritthersteller, zu der das Cookie gehört („Drittanbieter-Cookie“), 
zurückgesandt werden. Durch die gespeicherten und zurückgesandten Informationen erkennt 
die jeweilige Webanwendung, dass Sie die Website mit dem Browser Ihres Endgerätes bereits 
aufgerufen und besucht haben.    
Cookies enthalten dabei die folgenden Informationen: 

− Cookie Name 

− Name des Servers, von dem das Cookie ursprünglich stammt 

− Cookie-ID-Nummer 

− Ein Datum, zu dem das Cookie automatisch gelöscht wird 

Je nach Verwendungszweck und Funktion unterteilen wir Cookies in folgende Kategorien:   
− Technisch notwendige Cookies, um den technischen Betrieb und grundlegende 

Funktionen unserer Website sicherzustellen. Diese Art von Cookies wird z.B. verwendet, 
um Ihre Einstellungen beizubehalten, während Sie auf der Website navigieren; oder sie 
können dafür sorgen, dass wichtige Informationen während der gesamten Sitzung 
erhalten bleiben (z.B. Login, Warenkorb).  

− Statistik-Cookies, um zu verstehen, wie Besucher:innen mit unserer Website 
interagieren, indem Informationen lediglich anonym gesammelt und analysiert werden. 
Dadurch gewinnen wir wertvolle Erkenntnisse, um sowohl die Website als auch unsere 
Produkte und Dienstleistungen zu optimieren.  
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− Marketing-Cookies, um für Benutzer:innen auf unserer Website gezielte 
Werbeaktivitäten zu setzen.   

− Nicht klassifizierte Cookies sind Cookies, die wir gerade gemeinsam mit Anbieter:innen 
von individuellen Cookies zu klassifizieren versuchen.   

Je nach Speicherdauer unterteilen wir Cookies auch in Sitzungs- und permanente Cookies. 
Sitzungs-Cookies speichern Informationen, die während Ihrer aktuellen Browser-Sitzung 
verwendet werden. Diese Cookies werden beim Schließen des Browsers automatisch gelöscht. 
Dabei bleiben keinerlei Informationen auf Ihrem Endgerät. Permanente Cookies speichern 
Informationen zwischen zwei Besuchen der Website. Anhand dieser Informationen werden Sie 
beim nächsten Besuch als wiederkehrende:r Besucher:in erkannt und die Website reagiert 
entsprechend. Die Lebensdauer eines permanenten Cookies wird von dem Anbieter des Cookies 
bestimmt.  
 
Die Rechtsgrundlage zur Verwendung von technisch notwendigen Cookies beruht auf unserem 
berechtigten Interesse am technisch einwandfreien Betrieb und an der reibungslosen 
Funktionalität unserer Website. Unsere Website kann ohne diese Cookies nicht richtig 
funktionieren. Die Verwendung von Statistik- und Marketing-Cookies benötigt Ihre Einwilligung. 
Sie können Ihre Einwilligung zur Nutzung von Cookies jederzeit für die Zukunft widerrufen. Die 
Einwilligung ist freiwillig. Wird sie nicht erteilt, entstehen keine Nachteile. Weitere Informationen 
über die von uns tatsächlich verwendeten Cookies (insbesondere über ihren Zweck und ihre 
Speicherdauer) finden Sie in dieser Datenschutzerklärung und in den Informationen über die 
von uns verwendeten Cookies in unserem Cookie-Banner.  
 
Sie können weiters auch Ihren Internet-Browser so einstellen, dass das Speichern von Cookies 
generell auf Ihrem Endgerät verhindert wird bzw. Sie jedes Mal gefragt werden, ob Sie mit dem 
Setzen von Cookies einverstanden sind. Einmal gesetzte Cookies können Sie jederzeit wieder 
löschen. Wie all dies im Einzelnen funktioniert, erfahren Sie in der Hilfe-Funktion Ihres Browsers. 
    
Bitte beachten Sie, dass eine generelle Deaktivierung von Cookies gegebenenfalls zu 
Funktionseinschränkungen auf unserer Website führen kann.  
 
Auf unserer Website verwenden wir auch sogenannte Local-Storage-Funktionen (auch „Lokaler 
Speicher“ genannt). Dabei werden Daten lokal im Cache Ihres Browsers gespeichert, die auch 
nach dem Schließen des Browsers – soweit sie den Cache nicht löschen oder es sich um den 
Session Storage handelt – weiterhin bestehen und ausgelesen werden können.  
Auf die im Local Storage gespeicherten Daten können Dritte nicht zugreifen. Soweit spezielle 
Plugins oder Tools die Local-Storage-Funktionen verwenden, ist dies beim jeweiligen Plugin oder 
Tool beschrieben.  
 
Wenn Sie nicht wünschen, dass Plugins oder Tools Local-Storage-Funktionen einsetzen, dann 
können Sie das in den Einstellungen Ihres jeweiligen Browsers steuern. Wir weisen darauf hin, 
dass es dann möglicherweise zu Funktionseinschränkungen kommen kann. 
 
Externes Hosting 
Kategorie: Allgemeine Verarbeitungstätigkeit 
Zweck: technische Bereitstellung, Betrieb und Auslieferung der Website 
Datenarten: technische Daten und Nutzungsdaten 
Betroffene: Besucher des Onlineangebots 
Empfänger: Hosting-Dienstleister und technische Infrastrukturpartner 
Technologien: Server- und Netzwerkinfrastruktur 
Rechtsgrundlage: berechtigtes Interesse (Bereitstellung & Betrieb) 
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Unsere Website wird bei einem externen Hosting-Anbieter betrieben. Beim Aufruf der Website 
werden verschiedene technische Daten verarbeitet, die für den Betrieb, die Sicherheit und die 
Auslieferung der Inhalte erforderlich sind. Dazu gehören in der Regel Informationen, die der 
Browser automatisch übermittelt. Zu den verarbeiteten Daten können gehören: 

− IP-Adresse 
− Datum und Uhrzeit des Zugriffs 
− aufgerufene Seiten oder Dateien 
− übertragene Datenmenge 
− Meldungen über erfolgreiche oder fehlerhafte Abrufe 
− Browsertyp und Browserversion 
− verwendetes Betriebssystem 
− Referrer-URL 
− Hostname des zugreifenden Geräts 

Der Hosting-Anbieter verarbeitet diese Daten, um den technischen Betrieb der Website 
sicherzustellen, Angriffe oder Missbrauch zu erkennen, Störungen zu beheben und eine stabile 
Verbindung bereitzustellen. Die Verarbeitung erfolgt ausschließlich in unserem Auftrag. 
Rechtsgrundlage der Verarbeitung ist unser berechtigtes Interesse an einem sicheren, 
zuverlässigen und effizienten Betrieb unserer Website. 
 
Google Ads 
Anbieter: Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, Irland, 
Muttergesellschaft: Google LLC (USA) 
Zweck: Personalisierte Werbung, Conversion-Tracking, Remarketing, Erfolgsmessung von 
Kampagnen 
Kategorie: Marketing 
Empfänger: EU, USA 
verarbeitete Daten: IP-Adresse, Angaben zum Website-Besuch, Nutzerdaten 
Betroffene: Nutzer:innen 
Technologie: JavaScript Aufruf, Cookies 
Rechtsgrundlage: Einwilligung, Zertifizierung nach EU-US Data Privacy Framework, 
Website: https://www.google.com 
Weitere Informationen: 
https://policies.google.com/privacy 
https://safety.google/intl/de/principles/ 
https://business.safety.google/privacy/ 
https://business.safety.google/adsprocessorterms/ 
Hier können Sie sich informieren, wo genau sich Google-Rechenzentren 
befinden: https://www.google.com/about/datacenters/inside/locations/ 
Auf dieser Website kommt zum Zweck der Bewerbung unserer Produkte und Dienstleistungen 
der Dienst Google Ads zum Einsatz.  Bei Google Ads handelt es sich um das hauseigene Online-
Werbesystem von Google.  
 
Für uns ist es wichtig zu wissen, ob ein interessierter Besucher letztendlich auch unser Kunde 
wird. Um dies messen zu können, gibt es das sogenannte "Conversion-Tracking". Weiters 
möchten wir Besucher unserer Website auch erneut und gezielt ansprechen können. Dies 
erreichen wir durch sogenanntes "Remarketing (Retargeting)". 
 
Google Ads dient dabei sowohl dem “Conversion-Tracking” als auch dem "Remarketing", d.h. 
wir können erkennen, was passiert ist, nachdem Sie auf eine unserer Anzeigen geklickt haben. 
Damit dieser Dienst funktioniert werden Cookies eingesetzt und Besucher teilweise in 

https://www.google.com/
https://policies.google.com/privacy
https://safety.google/intl/de/principles/
https://business.safety.google/privacy/
https://business.safety.google/adsprocessorterms/
https://www.google.com/about/datacenters/inside/locations/
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Remarketing-Listen aufgenommen um nur mit bestimmten Werbekampagnen bespielt zu 
werden. 
 
Unser Ziel ist es, dass das Angebot unserer Website durch den Einsatz von Google Ads 
zielgerichtet jenen Besuchern zukommen, die sich tatsächlich für unser Angebot interessieren. 
Durch die Daten aus dem "Conversion-Tracking" können wir den Nutzen einzelner 
Werbemaßnahmen messen und unseren Webauftritt für unsere Besucher optimieren. Die 
Conversion kann über den Einsatz von Cookies gemessen werden. 
 
Wir können auch nachvollziehen ob sie über eine Google Ads Kampagne zu uns auf die Website 
gefunden haben. In Zusammenarbeit mit einem Analysetool wie z.B. Google Analytics kann die 
Erfolgsmessung von Kampagnen noch verfeinert werden. Die Verarbeitung der Daten erfolgt 
durch Google. Wir bekommen lediglich einen Bericht mit statistischen Auswertungen. So wissen 
wir z.B. die Anzahl von Nutzern, die unsere Anzeige angeklickt haben und wir können feststellen, 
welche Kampagne gut angekommen ist. 
 
Wir haben keinen Einfluss darauf, wie Google die Daten weiterverwendet. Laut Information 
seitens Google werden die Daten jedoch verschlüsselt auf sicheren Servern u.a. in den USA 
gespeichert. 
 
Google Analytics 
Anbieter: Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, Irland, E-
Mail: support-de@google.com 
Muttergesellschaft: Google LLC, 1600 Amphitheatre Parkway, Mountain View, CA 94043, USA 
Zweck: Webanalyse, Erfolgsmessung, Conversion-Tracking, Erfassung von Statistikdaten 
Kategorie: Statistik 
Empfänger: EU, USA 
Verarbeitete Daten: IP-Adresse, Angaben zum Website-Besuch, Nutzerdaten 
Betroffene: Website-Besucher:innen 
Technologie: JavaScript Aufruf, Cookies (Details in der Cookie-Liste), Fingerprinting, Local 
Storage 
Rechtsgrundlage: Einwilligung (Zweck) 
Zertifizierungen: EU-U.S. Data Privacy Framework, Swiss-U.S. Data Privacy Framework, UK 
Extension to the EU-U.S. Data Privacy Framework 
Weitere Informationen: 
https://policies.google.com/privacy 
https://safety.google/intl/de/principles/ 
https://business.safety.google/privacy/ 
https://business.safety.google/adsprocessorterms/ 
Hier können Sie sich informieren, wo genau sich Google-Rechenzentren 
befinden: https://www.google.com/about/datacenters/locations/ 
Auf unserer Website nutzen wir zur Analyse des Nutzungsverhaltens sowie zur Optimierung 
unseres Internetauftrittes die Funktionen des Webanalysedienstes Google Analytics. Die durch 
Google bereitgestellten Reports dienen der Analyse der Leistung unserer Website und zur 
Erfolgsmessung von möglichen Kampagnen über unsere Website. 
 
Google Analytics verwendet Cookies, die eine Analyse der Nutzung unserer Website 
ermöglichen. Sämtliche Details (Name, Zweck, Speicherdauer) zu den Cookies finden sich in 
unserer konkreten Auflistung der verwendeten Cookies. 
 

https://policies.google.com/privacy
https://safety.google/intl/de/principles/
https://business.safety.google/privacy/
https://business.safety.google/adsprocessorterms/
https://www.google.com/about/datacenters/locations/
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Google Analytics kann Local Storage nutzen. Dies ist eine Alternative zur Verwendung von 
Cookies für die Speicherung der Client ID. Dies ermöglicht es, Nutzerverhalten nachzuverfolgen, 
ohne Cookies zu setzen. 
 
Informationen über die Benutzung der Website wie Browser-Typ/-Version, verwendetes 
Betriebssystem, die zuvor besuchte Seite, Hostname des zugreifenden Rechners (IP-Adresse), 
Uhrzeit der Serveranfrage werden in der Regel an einen Server von Google übertragen und dort 
gespeichert. Wir haben dafür mit Google einen Vertrag abgeschlossen. 
 
In unserem Auftrag wird Google diese Informationen benutzen, um die Nutzung unserer 
Website auszuwerten, um Reports über die Aktivitäten innerhalb unserer Website 
zusammenzustellen und um weitere, mit der Nutzung unserer Website und der Internetnutzung 
verbundene Dienstleistungen uns gegenüber zu erbringen. 
 
Wir verwenden Google Analytics nur mit standardmäßig aktivierter IP-Anonymisierung. Damit 
wird die IP-Adresse eines Nutzers von Google innerhalb von Mitgliedstaaten der Europäischen 
Union oder in anderen Vertragsstaaten des Abkommens über den Europäischen 
Wirtschaftsraum gekürzt. Nur in Ausnahmefällen wird die volle IP-Adresse an einen Server von 
Google in die USA übertragen und dort gekürzt. Die im Rahmen von Google Analytics vom 
Browser eines Nutzers übermittelte IP-Adresse wird laut Google nicht mit anderen Daten von 
Google verknüpft.  
 
Während des Website-Besuches wird das Nutzerverhalten in Form von sogenannten Ereignissen 
erfasst. Diese können folgendes darstellen: 

− Seitenaufrufe, der Klickpfad eines/r Nutzers/in 
− Erstmaliger Besuch unserer Website 
− besuchte Websites 
− Start einer Sitzung 
− Interaktion mit unserer Website 
− Nutzerverhalten (beispielsweise Klicks, Scrolls, Verweildauer, Absprungraten) 
− Dateidownloads 
− gesehene / geklickte Anzeigen 
− Interaktion mit Videos 
− interne Suchanfragen 

weiters wird erfasst: 
− ungefährer Standort (Region) 
− Datum und Uhrzeit des Besuchs 
− IP-Adresse (in gekürzter Form) 
− technische Informationen zum Browser oder den genutzten Endgeräten (z.B. 

Spracheinstellung, Bildschirmauflösung) 
− Internetanbieter 
− Referrer-URL (über welche(s) Website/Werbemittel ein:e Nutzer:in auf unserer Website 

gekommen ist) 

Die Verarbeitung dieser Daten erfolgt im Wesentlichen durch Google zu eigenen Zwecken wie 
Profilbildung (ohne unsere Einflussmöglichkeiten). 
 
Die Daten über die Nutzung unserer Website werden nach Ende der von uns jeweils 
eingestellten Aufbewahrungsdauer unverzüglich gelöscht. Google Analytics gibt uns für die 
Aufbewahrungsdauer von Nutzer- und Ereignisdaten standardmäßig 2 Monate vor, wobei die 
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maximale Aufbewahrungszeit 14 Monate beträgt. Diese Aufbewahrungsdauer gilt auch für 
Conversion-Daten. Für alle anderen Ereignisdaten stehen folgende Möglichkeiten zur 
Verfügung: 2 Monate, 14 Monate, 26 Monate (nur Google Analytics 360), 38 Monate (nur Google 
Analytics 360), 50 Monate (nur Google Analytics 360). Es wird von uns die kürzeste 
Speicherdauer gewählt, die unserem Verwendungszweck entspricht. Sie können jederzeit die 
aktuell von uns eingestellte Aufbewahrungszeit bei uns erfragen. 
 
Die Löschung von Daten, deren Aufbewahrungszeit erreicht ist, erfolgt automatisch einmal im 
Monat. 
 
Ergänzende Details sind in den verlinkten weiteren Informationen zu finden. Es wird empfohlen, 
diese Links regelmäßig auf Änderungen zu überprüfen, da Google Analytics seine Funktionen 
und Datenschutzrichtlinien aktualisieren kann. Weitere Informationen zu Rechten und die 
Kontaktdaten finden sich im allgemeinen Teil dieser Datenschutzerklärung. 
 
Google Tag Manager 
Anbieter: Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, Irland, 
Muttergesellschaft: Google LLC (USA) 
Zweck: Verwaltung von Tools und Plugins 
Kategorie: Technisch Erforderlich 
Empfänger: EU, USA 
verarbeitete Daten: IP-Adresse 
Betroffene: Nutzer:innen 
Technologie: JavaScript Aufruf 
Rechtsgrundlage: Berechtigtes Interesse, Data Privacy 
Framework, https://www.dataprivacyframework.gov/s/participant-search/participant-
detail?id=a2zt000000001L5AAI&status=Active 
Website: https://www.google.com 
Weitere Informationen: 
https://policies.google.com/privacy 
https://safety.google/intl/de/principles/ 
https://business.safety.google/adsprocessorterms/ 
Hier können Sie sich informieren, wo genau sich Google-Rechenzentren 
befinden: https://www.google.com/about/datacenters/locations/ 
Auf unserer Website kommt der Dienst Google Tag Manager zum Einsatz. 
Der Tag Manager ist ein Dienst, mit dem wir Website-Tags über eine Oberfläche verwalten 
können. So können wir Code-Snippets wie Tracking Codes oder Conversionpixel auf Websites 
einbauen, ohne dabei in den Quellcode einzugreifen. Dabei werden die Daten vom Tag Manager 
nur weitergeleitet, jedoch weder erhoben noch gespeichert. Der Tag Manager selbst ist eine 
Cookie-lose Domain und verarbeitet keine personenbezogenen Daten, da er rein der 
Verwaltung von anderen Diensten in unserem Onlineangebot dient.  
 
Beim Start des Google Tag Managers stellt der Browser eine Verbindung zu den Servern von 
Google her.  Diese sind hauptsächlich in den USA zu finden. Hierdurch erlangt Google Kenntnis 
darüber, dass über die IP-Adresse eines Nutzers unsere Website aufgerufen wurde.  
 
Der Tag Manager sorgt für die Auflösung anderer Tags, die ihrerseits unter Umständen Daten 
erfassen. Der Tag Manager greift jedoch nicht auf diese Daten zu. Wenn auf Domain- oder 
Cookie-Ebene eine Deaktivierung vorgenommen wurde, bleibt diese für alle Tracking-Tags 
bestehen, die mit dem Tag Manager implementiert werden. 
 
 

https://www.dataprivacyframework.gov/s/participant-search/participant-detail?id=a2zt000000001L5AAI&status=Active
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?id=a2zt000000001L5AAI&status=Active
https://www.google.com/
https://policies.google.com/privacy
https://safety.google/intl/de/principles/
https://business.safety.google/adsprocessorterms/
https://www.google.com/about/datacenters/locations/
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Hotjar 
Anbieter: Hotjar Ltd., Level 2, St Julian's Business Centre, 3, Elia Zammit Street, St Julian's STJ 
1000, Malta, E-Mail: support@hotjar.com 
Zweck: Analyse des Nutzerverhaltens, Verbesserung der Benutzerfreundlichkeit 
Kategorie: Statistik 
Empfänger: EU 
Verarbeitete Daten: Nutzungsverhalten, Klicks, Mausbewegungen, Scrollverhalten, IP-Adresse 
(anonymisiert), Geräteinformationen, Browserinformationen, Standort (nur Land), bevorzugte 
Sprache, besuchte Seiten 
Betroffene: Website-Besucher:innen 
Technologie: Cookies (Details in der Cookie-Liste), JavaScript, Local Storage 
Rechtsgrundlage: Einwilligung (Zweck) 
Website: https:www.hotjar.com 
Weitere Informationen: 
https://www.hotjar.com/de/legal/policies/privacy/ 
https://www.hotjar.com/de/legal/policies/terms-of-service/ 
https://www.hotjar.com/de/legal/support/dpa/ 
https://www.hotjar.com/legal/policies/acceptable-use/ 
https://www.hotjar.com/de/engage-tester-terms/ 
Auf unserer Website verwenden wir den Dienst Hotjar, um das Nutzerverhalten zu analysieren 
und die Benutzerfreundlichkeit unserer Website zu verbessern. Hotjar ist ein Tool, das 
verschiedene Analysetechniken kombiniert, um ein umfassendes Bild des Nutzerverhaltens zu 
erstellen. 
 
Das Tool erfasst Daten über die Interaktionen der Nutzer:innen mit unserer Website, 
einschließlich Mausbewegungen, Klicks, Scrollverhalten und Formular-Interaktionen. Diese 
Daten werden in Form von Heatmaps, Session-Aufzeichnungen und Conversion-Funnels 
visualisiert. Hotjar verwendet JavaScript und Cookies, um diese Informationen zu sammeln. 
Alle relevanten Informationen zu den Cookies, einschließlich Name, Verwendungszweck und 
Speicherdauer, sind in unserer detaillierten Auflistung der eingesetzten Cookies enthalten. 
Hotjar anonymisiert IP-Adressen und speichert keine persönlich identifizierbaren 
Informationen. Das Tool erfasst auch Geräteinformationen, Browsertyp, Betriebssystem, 
bevorzugte Sprache und den ungefähren Standort (nur auf Landesebene). 
 
Zusätzlich bietet Hotjar Funktionen wie Feedback-Umfragen und Nutzer-Polls, die direkt auf der 
Website eingebettet werden können, um qualitatives Feedback zu sammeln. 
 
Die Speicherdauer der Daten variiert je nach Funktion und Einstellung. Standardmäßig werden 
Daten für 365 Tage gespeichert, können aber auf Wunsch auch früher gelöscht werden. Nach 
Ablauf der Speicherfrist oder bei Löschung des Hotjar-Kontos werden die Daten automatisch 
gelöscht. 
 
Ergänzende Details sind in den verlinkten weiteren Informationen zu finden. Wir empfehlen, 
diese Links regelmäßig auf Änderungen zu überprüfen, da Hotjar seine Datenschutzpraktiken 
aktualisieren kann. Zusätzliche Informationen zu den Rechten der betroffenen Personen sowie 
die entsprechenden Kontaktdaten sind im allgemeinen Abschnitt dieser Datenschutzerklärung 
aufgeführt. 
 
 
Kontaktaufnahme 
Auf unserer Website werden verschiedene Möglichkeiten zur Kontaktaufnahme angeboten, 
etwa über Kontaktformulare oder bereitgestellte E-Mail-Adressen. Im Rahmen der 

https://www.hotjar.com/de/legal/policies/privacy/
https://www.hotjar.com/de/legal/policies/terms-of-service/
https://www.hotjar.com/de/legal/support/dpa/
https://www.hotjar.com/legal/policies/acceptable-use/
https://www.hotjar.com/de/engage-tester-terms/
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Kontaktaufnahme werden die angegebenen personenbezogenen Daten ausschließlich zur 
Bearbeitung und Beantwortung der jeweiligen Anfrage verarbeitet. Die Verarbeitung erfolgt, 
soweit dies zur Durchführung vorvertraglicher Maßnahmen oder zur Erfüllung eines Vertrags 
erforderlich ist, oder auf Grundlage berechtigter Interessen, etwa zur Pflege von 
Kundenbeziehungen oder zur Dokumentation von Vorgängen. 
 
Die Angabe bestimmter Daten kann erforderlich sein, um eine Anfrage vollständig bearbeiten zu 
können. Ohne diese Angaben kann die Bearbeitung der Anfrage gegebenenfalls nicht oder nur 
eingeschränkt erfolgen. 
 
Personenbezogene Daten aus Kontaktanfragen können zudem auf Grundlage berechtigter 
Interessen in einer Kunden- oder Interessentendatenbank gespeichert werden, um die 
Kommunikation und Betreuung zu optimieren. Eine Nutzung zu Marketingzwecken erfolgt nur, 
sofern hierfür eine gesonderte Einwilligung vorliegt oder ein berechtigtes Interesse besteht und 
keine überwiegenden schutzwürdigen Interessen der betroffenen Person entgegenstehen. 
Personenbezogene Daten aus Kontaktanfragen werden nur so lange gespeichert, wie dies für 
die Bearbeitung und Abwicklung der Anfrage erforderlich ist oder gesetzliche 
Aufbewahrungspflichten bestehen. Nach abschließender Bearbeitung der Anfrage und Ablauf 
etwaiger gesetzlicher Fristen werden die Daten gelöscht oder anonymisiert. In der Regel erfolgt 
die Löschung spätestens nach drei Jahren ohne weiteren Kontakt, sofern keine längeren 
gesetzlichen oder vertraglichen Aufbewahrungspflichten bestehen. 
 
Weitere Informationen zum Umgang mit personenbezogenen Daten sind in der 
Datenschutzerklärung der Website zu finden. 
 
LinkedIn Insight Tag 
Anbieter: LinkedIn Ireland Unlimited Company, Wilton Place, Dublin 2, Ireland, E-
Mail: info@linkedin.com 
Muttergesellschaft: LinkedIn Corporation, 2029 Stierlin Court, Mountain View, CA 94043, USA 
Zweck: Website-Analyse, Conversion-Tracking und Optimierung von LinkedIn-Werbekampagnen 
Kategorie: Marketing 
Empfänger: EU, USA 
Verarbeitete Daten: IP-Adresse, Zeitpunkt des Besuchs, besuchte Seiten, Geräteinformationen, 
Browser-Typ, Betriebssystem, demografische Daten (z.B. Jobtitel, Unternehmen, Branche) 
Betroffene: Website-Besucher:innen 
Technologie: Cookies (Details in der Cookie-Liste), JavaScript 
Rechtsgrundlage: Einwilligung (Zweck) 
Zertifizierungen: EU-U.S. Data Privacy Framework, Swiss-U.S. Data Privacy Framework, UK 
Extension to the EU-U.S. Data Privacy Framework 
Website: https:business.linkedin.com/marketing-solutions/insight-tag 
Weitere Informationen: 
https://www.linkedin.com/legal/privacy-policy 
https://www.linkedin.com/help/lms/answer/85787 https://www.linkedin.com/help/linkedin/answer/a1
445756?lang=de-DE 
https://de.linkedin.com/legal/l/linkedin-pages-terms? 
https://www.linkedin.com/legal/l/page-joint-controller-addendum 
Auf unserer Website verwenden wir den Dienst LinkedIn Insight Tag, um Website-Besuche zu 
analysieren, Conversions zu tracken und LinkedIn-Werbekampagnen zu optimieren. Das 
LinkedIn Insight Tag ist ein JavaScript-Code, der auf unserer Website implementiert wird. Wenn 
ein Besucher unsere Website aufruft, lädt das Tag und erfasst verschiedene Daten über den 
Besuch. 

https://www.linkedin.com/legal/privacy-policy
https://www.linkedin.com/help/lms/answer/85787
https://www.linkedin.com/help/linkedin/answer/a1445756?lang=de-DE
https://www.linkedin.com/help/linkedin/answer/a1445756?lang=de-DE
https://de.linkedin.com/legal/l/linkedin-pages-terms?
https://www.linkedin.com/legal/l/page-joint-controller-addendum
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Das Tool sammelt Informationen wie IP-Adresse, Zeitpunkt des Besuchs, besuchte Seiten, 
Geräteinformationen, Browser-Typ und Betriebssystem. Zusätzlich werden demografische 
Daten wie Jobtitel, Unternehmen und Branche erfasst, sofern der Besucher bei LinkedIn 
eingeloggt ist. Diese Daten werden aggregiert und anonymisiert, um Einblicke in unsere 
Website-Besucher zu gewinnen und die Performance unserer LinkedIn-Kampagnen zu messen. 
Das LinkedIn Insight Tag verwendet Cookies, um Besucher über mehrere Sitzungen hinweg zu 
identifizieren und Conversions zuzuordnen. Sämtliche Details (Name, Zweck, Speicherdauer) zu 
den Cookies finden sich in unserer konkreten Auflistung der verwendeten Cookies. 
 
Die gesammelten Daten werden für einen Zeitraum von bis zu 90 Tagen gespeichert, bevor sie 
aggregiert und anonymisiert werden. Nach Ablauf der gesetzlichen Aufbewahrungsfristen 
werden die Daten unverzüglich gelöscht. 
 
Ergänzende Details sind in den verlinkten weiteren Informationen zu finden. Wir empfehlen, 
diese Links regelmäßig auf Änderungen zu überprüfen, da LinkedIn die Funktionsweise des 
LinkedIn Insight Tags aktualisieren kann. Zusätzliche Informationen zu den Rechten der 
betroffenen Personen sowie die entsprechenden Kontaktdaten sind im allgemeinen Abschnitt 
dieser Datenschutzerklärung aufgeführt. 
 
Meta Pixel 
Anbieter: Meta Platforms Ireland Limited, 4 Grand Canal Square, Grand Canal Harbour, Dublin 2, 
Irland, E-Mail: privacy@facebook.com 
Muttergesellschaft: Meta Platforms, Inc., 1601 Willow Road, Menlo Park, CA 94025, USA 
Zweck: Webanalyse, Tracking (Conversion) 
Kategorie: Marketing 
Empfänger: EU, USA 
Verarbeitete Daten: Besucherdaten (z.B. IP-Adresse, Standortdaten), Verhaltensdaten (z.B. 
Klicks, Verweildauer, Conversion-Daten), Gerätedaten (z.B. Browsertyp, Betriebssystem), E-
Commerce-Daten (z.B. Bestell-ID, Produktinformationen) 
Betroffene: Website-Besucher:innen 
Technologie: JavaScript, Cookies (Details in der Cookie-Liste), Tracking-Pixel 
Rechtsgrundlage: Einwilligung (Zweck) 
Zertifizierungen: EU-U.S. Data Privacy Framework, Swiss-U.S. Data Privacy Framework, UK 
Extension to the EU-U.S. Data Privacy Framework 
Website: https:www.facebook.com/business/tools/meta-pixel 
Weitere Informationen: 
https://www.facebook.com/privacy/policy/ 
https://www.facebook.com/legal/terms 
Auf unserer Website wird zur Analyse, Optimierung und zum wirtschaftlichen Betrieb unseres 
Onlineangebotes der Dienst Meta-Pixel des sozialen Netzwerkes Facebook eingesetzt. 
Mit Hilfe von Meta-Pixel ist es Meta zum einen möglich, die Besucher:innen unserer Website als 
Zielgruppe für die Darstellung von personalisierten Anzeigen zu bestimmen. Dementsprechend 
setzen wir Meta-Pixel ein, um die durch uns geschalteten Werbungen nur solchen Nutzer:innen 
anzuzeigen, die auch ein Interesse an unserem Onlineangebot gezeigt haben oder die 
bestimmte Merkmale (z.B. Interessen an bestimmten Themen oder Produkten, die anhand der 
besuchten Websites bestimmt werden) aufweisen, die wir an Meta übermitteln (sog. „Custom 
Audiences“). Mit Hilfe von Meta-Pixel möchten wir auch sicherstellen, dass unsere Meta-Ads 
dem potentiellen Interesse der Nutzer:innen entsprechen und nicht belästigend wirken. Mit 
Hilfe von Meta-Pixel können wir zum anderen die Wirksamkeit der Meta-Werbeanzeigen für 
statistische und Marktforschungszwecke nachvollziehen, indem wir sehen ob Nutzer:innen nach 
dem Klick auf eine Meta-Werbeanzeige auf unsere Website weitergeleitet wurden (sog. 
„Conversion“). 

https://www.facebook.com/privacy/policy/
https://www.facebook.com/legal/terms
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Die Handlungen von Nutzer:Innen werden dabei in einem oder mehreren Cookies gespeichert. 
Diese Cookies ermöglichen es Meta Nutzerdaten (wie IP-Adresse, User-ID) mit den Daten eines 
Facebook-Kontos abzugleichen. Die erhobenen Daten sind für uns anonym und nicht einsehbar 
und werden nur im Rahmen von Werbeanzeigen nutzbar. Nutzer:Innen können die 
Verknüpfung mit dem Facebook-Konto verhindern, indem sie sich ausloggen bevor sie eine 
Handlung vornehmen.  
 
Um einzustellen, welche Arten von Werbeanzeigen innerhalb von Facebook angezeigt werden, 
können Nutzer:Innen die von Meta eingerichtete Seite aufrufen und dort die Hinweise zu den 
Einstellungen nutzungsbasierter Werbung 
befolgen: https://www.facebook.com/settings?tab=ads  
Die Einstellungen erfolgen plattformunabhängig, d.h. sie werden für alle Geräte, wie 
Desktopcomputer oder mobile Geräte, übernommen. 
 
Ergänzende Details sind in den verlinkten weiteren Informationen zu finden. Es wird empfohlen, 
diese Links regelmäßig auf Änderungen zu überprüfen, da Meta seine Funktionen und 
Datenschutzrichtlinien aktualisieren kann. Weitere Informationen zu Rechten und die 
Kontaktdaten finden sich im allgemeinen Teil dieser Datenschutzerklärung. 
 
Microsoft Advertising 
Anbieter: Microsoft Corporation, One Microsoft Way, Redmond, WA 98052-6399, USA 
Zweck: Nutzeranalyse, Conversion-Messung 
Kategorie: Statistik 
Empfänger: USA 
verarbeitete Daten: IP-Adresse, Angaben zum Website-Besuch 
Betroffene: Nutzer:Innen 
Technologie: JavaScript Aufruf, Cookies 
Rechtsgrundlage: Einwilligung, EU-US Data Privacy 
Framework, https://www.dataprivacyframework.gov/s/participant-search/participant-
detail?id=a2zt0000000KzNaAAK&status=Active 
Website: 
Weitere Informationen: 
https://privacy.microsoft.com/de-de/privacystatement 
https://learn.microsoft.com/en-us/compliance/regulatory/offering-eu-model-clauses 
https://help.ads.microsoft.com/#apex/3/de/53056/2 
Opt-Out Möglichkeit: https://account.microsoft.com/privacy/ad-settings/signedout 
Auf unserer Website wird zur Analyse und Optimierung des wirtschaftlichen Betriebes der 
Dienst Microsoft Advertising (ehemals Bing Ads) genutzt. 
 
Auf den Geräten der Nutzer werden durch Microsoft Advertising Cookies gesetzt, die das 
Nutzerverhalten auf unserer Website analysieren. Dies setzt voraus, dass der Nutzer über eine 
Anzeige von Microsoft Advertising auf unsere Website gelangt ist. Dadurch erhalten wir 
Informationen zu der Gesamtzahl der Nutzer, die eine solche Anzeige angeklickt haben, zu 
unserer Website weitergeleitet wurden und vorher eine bestimmte Zielseite erreicht haben (sog. 
Conversion-Messung). Dabei werden keine IP-Adressen gespeichert und auch keine 
persönlichen Informationen zur Identität unserer Nutzer mitgeteilt. 
 
Microsoft hat weltweit eigene Server in Betrieb. Die meisten davon befinden sich in den USA. 
Microsoft speichert Daten so lange wie es zur Erbringung der eigenen Dienstleistungen bzw. 
Produkte oder für rechtliche Zwecke notwendig ist.  
 
 

https://www.facebook.com/settings?tab=ads
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?id=a2zt0000000KzNaAAK&status=Active
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?id=a2zt0000000KzNaAAK&status=Active
https://privacy.microsoft.com/de-de/privacystatement
https://learn.microsoft.com/en-us/compliance/regulatory/offering-eu-model-clauses
https://help.ads.microsoft.com/#apex/3/de/53056/2
https://account.microsoft.com/privacy/ad-settings/signedout
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Pinterest Conversion Tag 
Anbieter: Pinterest Inc., 651 Brannan Street, San Francisco, CA 94107, USA, E-Mail: privacy-
support@pinterest.com 
Zweck: Tracking von Conversions und Nutzerverhalten für Pinterest-Werbeanzeigen 
Kategorie: Marketing 
Empfänger: EU, USA 
Verarbeitete Daten: besuchte URLs, Geräteinformationen, IP-Adresse, Nutzerverhalten, 
Conversion-Ereignisse, E-Mail-Adresse (optional) 
Betroffene: Nutzer:innen 
Technologie: JavaScript-Code, Tracking-Pixel, Cookies (Details in der Cookie-Liste) 
Rechtsgrundlage: Einwilligung (Zweck und Datenübermittlung) 
Website: https://www.pinterest.com 
Weitere Informationen: 
Datenschutzerklärung:  
https://policy.pinterest.com/de/privacy-policy 
https://policy.pinterest.com/de/terms-of-service 
ACHTUNG! Im Rahmen dieses Dienstes erfolgt eine Datenübermittlung in die USA bzw. kann 
eine derartige nicht ausgeschlossen werden. Wir weisen darauf hin, dass mit 10. Juli 2023 die 
Europäische Kommission einen Angemessenheitsbeschluss zum EU-US-Datenschutzrahmen 
erlassen hat (Data Privacy Framework). Demzufolge bieten Organisationen bzw. Unternehmen 
(als Datenimporteure) in den USA, die im Rahmen der Selbstzertifizierungsmöglichkeit des Data 
Privacy Frameworks in einer öffentlichen Liste registriert sind, ein angemessenes Schutzniveau 
für die Datenübermittlung. Ob der konkrete Anbieter dieses Dienstes bereits zertifiziert ist, 
findet sich hier: https://www.dataprivacyframework.gov/s/participant-search 
Auf unserer Website verwenden wir den Dienst Pinterest Conversion Tag. Dieses Tool 
ermöglicht es uns, die Effektivität unserer Pinterest-Werbeanzeigen zu messen und das 
Nutzerverhalten auf unserer Website zu analysieren. Das Pinterest Conversion Tag funktioniert, 
indem ein JavaScript-Code auf unserer Website platziert wird. Dieser Code lädt ein Tracking-
Pixel, das Daten über Besuche und Aktionen auf unserer Website sammelt. 
 
Wenn ein:e Nutzer:in unsere Website besucht, erfasst das Pinterest Conversion Tag 
verschiedene Informationen. Dazu gehören die besuchten URLs, Geräteinformationen wie 
Browsertyp und Betriebssystem, die IP-Adresse (in gekürzter Form), sowie spezifische Aktionen, 
die als Conversions definiert wurden, wie z.B. Käufe, Newsletter-Anmeldungen oder andere 
wichtige Interaktionen. 
 
Das Tool verwendet Cookies, um Nutzer über verschiedene Sitzungen und Geräte hinweg zu 
identifizieren. Alle relevanten Informationen zu den Cookies, einschließlich Name, 
Verwendungszweck und Speicherdauer, sind in unserer detaillierten Auflistung der eingesetzten 
Cookies enthalten. 
 
Optional kann auch eine E-Mail-Adresse erfasst werden, wenn diese vom Nutzer bereitgestellt 
wird, z.B. bei einer Newsletter-Anmeldung. Dies ermöglicht ein präziseres Tracking und 
Retargeting. 
 
Die gesammelten Daten werden verwendet, um die Performance von Pinterest-Werbeanzeigen 
zu messen, Zielgruppen für Remarketing zu erstellen und die Werbekampagnen zu optimieren. 
Die Speicherdauer der erfassten Daten variiert je nach Einstellung und Verwendungszweck. 
Standardmäßig werden Conversion-Daten für 30 Tage gespeichert, können aber auch länger 
aufbewahrt werden, wenn dies für Analysezwecke erforderlich ist. Nach Ablauf der Speicherfrist 
oder wenn die Daten nicht mehr benötigt werden, werden sie gelöscht oder anonymisiert. 

https://www.pinterest.com/
https://policy.pinterest.com/de/privacy-policy
https://policy.pinterest.com/de/terms-of-service
https://www.dataprivacyframework.gov/s/participant-search
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Ergänzende Details sind in den verlinkten weiteren Informationen zu finden. Wir empfehlen, 
diese Links regelmäßig auf Änderungen zu überprüfen, da Pinterest seine 
Datenschutzrichtlinien und die Funktionsweise des Pinterest Conversion Tags aktualisieren 
kann. Zusätzliche Informationen zu den Rechten der betroffenen Personen sowie die 
entsprechenden Kontaktdaten sind im allgemeinen Abschnitt dieser Datenschutzerklärung 
aufgeführt. 
 
Server-Logfiles 
Kategorie: Allgemeine Verarbeitungstätigkeit 
Zweck: technische Sicherheit, Stabilität und Fehleranalyse 
Datenarten: technische Verbindungsdaten und Zugriffsdaten 
Betroffene: Besucher des Onlineangebots 
Empfänger: Hosting-Anbieter oder technische Dienstleister 
Technologien: Serverprotokolle 
Rechtsgrundlage: berechtigtes Interesse (technischer Betrieb & Sicherheit) 
Beim Aufruf unserer Website werden automatisch sogenannte Server-Logfiles erstellt. Diese 
Logfiles enthalten folgende Daten, die der Browser automatisch übermittelt: 

− IP-Adresse 
− Datum und Uhrzeit des Zugriffs 
− aufgerufene Datei bzw. Seite 
− Menge der übertragenen Daten 
− Meldung über erfolgreichen Abruf 
− Verwendeter Browsertyp und -version 
− Verwendetes Betriebssystem 
− Referrer-URL (zuvor besuchte Seite) 
− Hostname des zugreifenden Geräts 

Die Verarbeitung dieser Daten erfolgt, um die Funktionsfähigkeit, Sicherheit und Stabilität 
unseres Webauftritts sicherzustellen, insbesondere zur Abwehr oder Nachverfolgung von 
Angriffen (z. B. DDoS-Attacken), zur Fehleranalyse und zur technischen Bereitstellung der 
Website. Die Rechtsgrundlage hierfür ist berechtigtes Interesse an der sicheren und fehlerfreien 
Bereitstellung der Website. 
 
Die Logfile-Daten werden automatisch nach einer technisch üblichen Frist gelöscht, sobald sie 
für die genannten Zwecke nicht mehr erforderlich sind. Eine längere Speicherung kann im 
Einzelfall erfolgen, wenn Daten zu Beweiszwecken benötigt werden (z. B. zur Aufklärung 
sicherheitsrelevanter Vorfälle). Eine Zusammenführung dieser Daten mit anderen Datenquellen 
findet nicht statt. 
 
SSL Verschlüsselung 
Wir verwenden für Ihren Besuch auf unserer Website das verbreitete SSL-Verfahren (Secure 
Socket Layer) in Verbindung mit der jeweils höchsten Verschlüsselungsstufe, die von Ihrem 
Browser unterstützt wird. Ob eine einzelne Seite unserer Website verschlüsselt übertragen wird, 
erkennen Sie an der geschlossenen Darstellung des Schüssel- beziehungsweise Schloss-Symbols 
in der Statusleiste Ihres Browsers. Die Nutzung dieses Verfahrens basiert auf unserem 
berechtigten Interesse am Einsatz geeigneter Verschlüsselungstechniken.  
Wir bedienen uns im Übrigen geeigneter technischer und organisatorischer 
Sicherheitsmaßnahmen, um Ihre Daten gegen zufällige oder vorsätzliche Manipulationen, 
teilweisen oder vollständigen Verlust, Zerstörung oder gegen den unbefugten Zugriff Dritter zu 
schützen. Unsere Sicherheitsmaßnahmen werden entsprechend der technologischen 
Entwicklung fortlaufend verbessert und am Stand der Technik gehalten. 
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TikTok Pixel 
Anbieter: TikTok Technology Limited, 10 Earlsfort Terrace, Dublin, D02 T380, Irland 
Muttergesellschaft: ByteDance Ltd., No 48, Zhichun Road, Haidian District, Beijing City, Beijing, 
100098, China 
Zweck: Conversion-Tracking, Optimierung von Werbekampagnen, Zielgruppenansprache, 
Remarketing, Ereignis-Tracking, Detaillierte Analysen 
Kategorie: Marketing 
Empfänger: Irland (EU), Singapur, USA, China 
Verarbeitete Daten: IP-Adresse, Browserdaten (User-Agent), Datum und Zeitpunkt des 
Seitenaufrufs (Timestamp), Informationen zu Buttonklicks und Seitenaufrufen, Event-Daten wie 
Käufe oder Formularabschlüsse 
Betroffene: Website-Besucher:innen 
Technologie: JavaScript, Cookies (Details in der Cookie-Liste), browserseitiges Tracking sowie 
serverseitige Events 
Rechtsgrundlage: Einwilligung (Zweck und Datenübermittlung) 
Website: https://ads.tiktok.com 
Weitere Informationen: 
https://www.tiktok.com/legal/page/eea/privacy-policy/de 
https://www.tiktok.com/legal/page/global/copyright-policy/de 
https://www.tiktok.com/legal/page/global/law-enforcement/de 
https://support.tiktok.com/de 
 
ACHTUNG! Im Rahmen dieses Dienstes erfolgt eine Datenübermittlung nach China bzw. 
kann eine derartige nicht ausgeschlossen werden. China verfügt derzeit über keinen 
Angemessenheitsbeschluss der Europäischen Union gemäß der Datenschutz-
Grundverordnung (DSGVO). Dies bedeutet, dass beim Transfer personenbezogener Daten 
von der EU nach China besondere Vorsichtsmaßnahmen und rechtliche 
Rahmenbedingungen beachtet werden müssen, um den Schutz der betroffenen Personen 
zu gewährleisten. 
 
Auf unserer Website verwenden wir den Dienst TikTok Pixel, um das Verhalten der 
Besucher:innen zu analysieren und unsere Werbemaßnahmen zu optimieren. Das Tool sammelt 
Daten über Seitenaufrufe, Klicks und andere Interaktionen auf der Website und übermittelt 
diese an TikTok zur Auswertung und Optimierung von Anzeigenkampagnen. Die Integration 
erfolgt durch Einfügen eines JavaScript-Codes in den Quellcode der Website oder über 
Plattformen wie den Google Tag Manager. 
 
Das Pixel erfasst spezifische Ereignisse wie „Page View“, „Add to Cart“ oder „Purchase“ und 
ermöglicht so eine detaillierte Nachverfolgung der Customer Journey. Zusätzlich können 
Zielgruppen für Retargeting-Kampagnen erstellt werden, um Nutzer:innen gezielt 
anzusprechen. 
 
Mit Hilfe des TikTok-Pixels ist es TikTok möglich, einen Nutzer als Besucher unseres 
Onlineangebotes als Zielgruppe für die Darstellung von Anzeigen (sog. "TikTok-Ads") zu 
bestimmen. Dementsprechend setzen wir das TikTok-Pixel ein, um die durch uns geschalteten 
TikTok-Ads nur solchen TikTok-Nutzern anzuzeigen, die auch ein Interesse an unserem 
Onlineangebot gezeigt haben oder die bestimmte Merkmale (z.B. Interessen an bestimmten 
Themen oder Produkten, die anhand der besuchten Webseiten bestimmt werden) aufweisen, 
die wir an TikTok übermitteln (sog. „Custom Audiences“).  
 
Mit Hilfe des TikTok-Pixels möchten wir auch sicherstellen, dass unsere TikTok-Ads dem 
potentiellen Interesse der Nutzer entsprechen und nicht belästigend wirken. Mit Hilfe des 

https://ads.tiktok.com/
https://www.tiktok.com/legal/page/eea/privacy-policy/de
https://www.tiktok.com/legal/page/global/copyright-policy/de
https://www.tiktok.com/legal/page/global/law-enforcement/de
https://support.tiktok.com/de
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TikTok-Pixels können wir weiter die Wirksamkeit der TikTok-Werbeanzeigen für statistische und 
Marktforschungszwecke nachvollziehen, in dem wir sehen ob Nutzer nach dem Klick auf eine 
TikTok-Werbeanzeige auf unsere Website weitergeleitet wurden (sog. „Conversion“). 
Alle relevanten Informationen zu den Cookies, einschließlich Name, Verwendungszweck und 
Speicherdauer, sind in unserer detaillierten Auflistung der eingesetzten Cookies enthalten. 
Die Speicherdauer der Daten variiert je nach Einstellung oder gesetzlichen 
Aufbewahrungspflichten. Nach Ablauf dieser Fristen werden die Daten unverzüglich gelöscht. 
Ergänzende Details sind in den verlinkten weiteren Informationen zu finden. Wir empfehlen 
regelmäßig diese Links hinsichtlich Änderungen zu prüfen. 
 
Zusätzliche Informationen zu den Rechten der betroffenen Personen sowie die entsprechenden 
Kontaktdaten sind im allgemeinen Abschnitt dieser Datenschutzerklärung aufgeführt. 
 
ZWECK DER VERARBEITUNG 
 

Verarbeitungszwecke Beschreibung der Verarbeitungszwecke 

Forschung & Entwicklung Verarbeitung im Zusammenhang mit unseren Forschungszusammenarbeiten- und 
projekten, inkl. IP- und Förder-Management 

Einkauf, Produktion und 
Logistik 

Verarbeitung zum Einkauf von Bauteilen und Anlagen sowie Zubehör, für die 
Herstellung unserer Produkte und Erhaltung der gesetzlichen und normativen 
Konformitätsanforderungen an diese, sowie zur Erfüllung und Abwicklung von 
Lieferverträgen mit Kunden und Lieferanten, inkl. Durchführung der logistischen 
Abläufe entlang der Lieferkette 

Bereitstellung von 
Onlineservices und Software 
für Kunden 

Verarbeitung für die Zurverfügungstellung von Onlineservices und Software für 
Kunden, mit denen Produkte von Fronius optimal genutzt werden können und um 
diese zu verbessern, nutzerfreundlicher zu gestalten, Fehler schneller zu finden und 
zu beheben, sowie Serverkapazität zu steuern und Statistiken im Hinblick auf Anlage- 
und Gerätedaten auszuwerten 

Kundenbetreuung und 
Vertrieb sowie Kundensupport 

Verarbeitung für die Geschäftsanbahnung und Geschäftsabwicklung mit Kunden im 
Zusammenhang mit unseren Produkten, inkl. Führung einer konzernweiten Kunden- 
und Lieferantendatenbank; Verarbeitung bei Kundenanliegen sowie in Garantie- und 
Gewährleistungsfällen 

Unternehmenskommunikation Verarbeitung zur Kommunikation mit Geschäftspartnern, Kunden und Interessenten, 
Mitarbeitern, ehemaligen Mitarbeitern und der Öffentlichkeit; sowie Betrieb und 
Nutzung der Webseite, inkl. Marketing 

Veranstaltungsmanagement Verarbeitung zur Organisation und Abwicklung von unseren Veranstaltungen und 
Besuchen sowie zur Organisation  externer Veranstaltungen (z.B. Kongresse, Messen) 
und der Teilnahme unserer Mitarbeiter und Besucher (Kunden, Lieferanten) 

Qualitätsmanagement Organisation und Dokumentation eines geordneten Auditwesens sowie von 
Verbesserungsprozessen 

Sicherheit, Sauberkeit und 
Umweltschutz an unseren 
Standorten 

Verarbeitung zum Betrieb von Umwelt-, Gesundheits- und 
Sicherheitsmanagementsystemen, sowie der Verwaltung des Zutrittssystems und 
Videoüberwachung an unseren Standorten 

Projekt-/ Change 
Management 

Verarbeitung zur Sammlung, Evaluierung und Umsetzung von Verbesserungsideen, 
Maßnahmen und Projekten 

IT-Management Verarbeitung für den Betrieb unserer IT-Systeme und Schutz der IT-Systeme durch 
entsprechende technische- und organisatorische Maßnahmen (Risk-Management) 

Buchhaltung und 
Rechnungswesen 

Verarbeitung für Buchhaltungszwecke, inkl. die Bilanzierung und Erstellung von 
Jahresabschlüssen sowie Rechnungswesen, Erfüllung von steuerrechtlichen 
Verpflichtungen 
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Rechtswesen Verarbeitung im Zusammenhang mit rechtlichen Angelegenheiten intern, wie auch 
durch externe Rechtsberater, inkl. Verwaltung von Dokumenten 

Bewerbermanagement Verarbeitung zur Personalsuche und Durchführung des Bewerbungsverfahrens, 
Verarbeitung diesbezüglicher Korrespondenzen und Unterlagen inklusive möglicher 
Evidenzhaltung 

Betriebsinterne Organisation 
und Nachvollziehbarkeit sowie 
interne Verwaltungszwecke 

Verarbeitung zur Ablage und Datensicherung, zur internen Organisation und Struktur 
sämtlicher Abläufe und Arbeitstätigkeiten 

Compliance Management Verarbeitung zur Einhaltung von gesetzlichen Vorschriften und Richtlinien sowie zur 
Vermeidung von Regelverstößen 

 
Die Verarbeitung Ihrer personenbezogenen Daten ist zur Erreichung der oben genannten 
Zwecke erforderlich. Eine Nichtbereitstellung könnte je nach Datenkategorie zur Folge haben, 
dass wir die aufgelisteten Zwecke nicht vertrags- und gesetzeskonform erfüllen können, ein 
reibungsloser Geschäftsablauf nicht möglich ist oder wir die vorvertraglichen Tätigkeiten nicht 
ausführen bzw. das Vertragsverhältnis mit Ihnen oder Ihrem Arbeitgeber nicht abschließen und 
durchführen können. 
 
RECHTSGRUNDLAGEN DER VERARBEITUNG 
Fronius verarbeitet Ihre personenbezogenen Daten im Sinne des Art 6 DSGVO auf Basis 
folgender Rechtsgrundlagen: 

− Erfüllung eines Vertragsverhältnisses oder Durchführung vorvertraglicher Maßnahmen 
(Art 6 Abs 1 lit b DSGVO), 

− Erfüllung einer rechtlichen oder gesetzlichen Verpflichtung (Art 6 Abs 1 lit c DSGVO), 
− Wahrung berechtigter Interessen von Fronius oder eines Dritten (Art 6 Abs 1 lit f DSGVO) 

oder   
− wenn keine der vorgenannten Rechtsgrundlagen zur Anwendung kommt auf Basis einer 

Einwilligung des Betroffenen zur Verarbeitung seiner personenbezogenen Daten (Art 6 
Abs 1 lit a DSGVO). 

Fronius verarbeitet personenbezogene Daten vor allem im Rahmen einer geschäftlichen 
Verbindung mit dem Betroffenen bzw. mit einem Unternehmen, das vom Betroffenen vertreten 
wird, insbesondere im Bereich von vertraglichen sowie auch von vorvertraglichen Verhältnissen 
(Art 6 Abs 1 lit b DSGVO). 
  
Weiters erfolgt eine Verarbeitung personenbezogener Daten, soweit dies zur Erfüllung einer 
rechtlichen oder gesetzlichen Verpflichtung erforderlich ist, der Fronius unterliegt (zB 
Aufbewahrungs- und Dokumentationspflichten nach nationalen Gesetzen sowie Meldepflichten 
als Arbeitgeber bei der Sozialversicherung) (Art 6 Abs 1 lit c DSGVO). 
Die Verarbeitung personenbezogener Daten auf Basis der Rechtsgrundlage des Art. 6 Abs 1 lit f 
DSGVO beruht in der Regel auf nachfolgenden berechtigten Interessen von Fronius: 

− Wahrung betrieblicher Interessen wie der internen Verwaltung und Optimierung von 
Geschäftsabläufen (Dokumenten-, Akten-, Kunden- und Lieferantenverwaltung), 
Datensicherung und Sicherstellung eines reibungslosen Geschäftsbetriebes, 

− Verbesserung und Weiterentwicklung unserer Produkte und Fehlerbehebung,  
− Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen,  
− Hintanhaltung von Schäden,  
− Durchführung von Direktwerbung (Marketing- und Informationsmaßnahmen, 

insbesondere über vom Verantwortlichen angebotene Produkte und Dienstleistungen),  
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− IT-Sicherheit und technische Administration bei Verwendung unserer Systeme wie 
Internetzugang, Kommunikationsmittel, Mittel zur Kollaboration (Telefon, Email, 
Videokonferenzen, Instant-Messaging),  

− Betrieb eines konzernweiten Kunden- und Lieferantenmanagementsystems 
− Veranstaltungsplanung, -einladung und –koordination, 
− Gebäudesicherheit und Gewährleistung der allgemeinen Sicherheit am Firmen- und 

Betriebsgelände 

Die Verarbeitung personenbezogener Daten zur Wahrung berechtigter Interessen von Fronius 
erfolgt nur, insoweit kein Grund zur Annahme besteht, dass überwiegende schutzwürdige 
Interessen des Betroffenen dem entgegenstehen. 
  
Die Verarbeitung der personenbezogenen Daten kann ebenso aufgrund einer jederzeit 
widerrufbaren Einwilligung des Betroffenen zur Verarbeitung erfolgen (Art. 6 Abs. 1 lit. a 
DSGVO). Es werden hier die personenbezogenen Daten des Betroffenen verarbeitet, zu deren 
Verarbeitung der Betroffene vorab seine Einwilligung erteilt hat, wie die Veröffentlichung von 
Aufnahmen des Betroffenen zu Dokumentations- oder Werbezwecken oder die Verarbeitung 
seiner personenbezogenen Kontaktdaten für Zwecke des Newsletterversands. 
  
Soweit im Sinne des Art. 14 DSGVO Daten nicht beim Betroffenen selbst erhoben werden, 
können personenbezogene Daten, die jeweils in öffentlich zugänglichen Datenbanken wie etwa 
Grundbuch, Firmenbuch, Zentralem Vereinsregister, Ediktsdatei, Zentralem Melderegister, 
Bonitätsdatenbanken abrufbar sind), sowie Informationen zum Betroffenen bei Suchmaschinen, 
Sozialen Netzwerken oder diversen Websites, bei Konzerngesellschaften von Fronius oder bei 
Kooperationspartnern oder bei allfälligen Förderstellen erhoben werden. 
 
Um die Sicherheit der personenbezogenen Daten der Betroffenen zu garantieren, hat Fronius 
eine Reihe von technischen und organisatorischen Maßnahmen iSd Art. 32 DSGVO ergriffen, 
insbesondere Verschlüsselung der Dienste unter Nutzung von dem Stand der Technik 
entsprechenden Verschlüsselungsmethoden (zB SSL), Benutzer-Authentifizierungskontrollen, 
gesicherte Netzwerk-Infrastrukturen, Beschränkung des Zugriffs auf personenbezogene Daten, 
Netzwerküberwachungslösungen, bereichsbeschränkte Alarmanlagen sowie 
Videoüberwachungen, Mitarbeiter-Verhaltensanweisungen, Verpflichtung zum Datengeheimnis. 
Eine Auflistung der technischen und organisatorischen Maßnahmen bei Fronius finden Sie hier. 
Fronius verarbeitet personenbezogene Daten weder zu einer automatischen 
Entscheidungsfindung noch für Profiling. 
 
EMPFÄNGER VON PERSONENBEZOGENEN DATEN 
Um die angestrebten Zwecke zu erreichen oder wenn eine rechtliche Verpflichtung dazu 
besteht, kann es fallweise notwendig sein, dass wir Ihre Daten Empfängern übermitteln und 
offenlegen (z.B. Behörden/öffentliche Stellen, Gerichten, Banken, übergeordneten 
Konzerngesellschaften, etc) oder Kooperationspartnern Zugriff auf Ihre Daten gewähren (z.B. 
um in unserem Auftrag Datenmanagement durchzuführen, um Software und IT-Infrastruktur zu 
nützen, für Support- und Wartungszwecke). Die Übermittlung der im jeweiligen Einzelfall 
relevanten Daten erfolgt auf Grundlage der gesetzlichen Bestimmungen bzw. vertraglicher 
Vereinbarung bzw. zum Teil auf Grundlage Ihrer (ausdrücklichen) Einwilligung. 
Wir arbeiten nur mit Kooperationspartnern, die hinreichende Garantien dafür bieten, dass Ihre 
Daten auch bei diesen in sicheren Händen sind. 
 
Es gibt folgende Kategorien von Empfängern im Sinne des Art 13 Abs 1 lit e DSGVO: 

https://dr-05.datareporter.eu/info/e3s2f7Ce
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− Konzerngesellschaften von Fronius (das sind insbesondere die 
unter https://www.fronius.com/de/ueber-fronius/locations angeführten 
Tochtergesellschaften), 

− Auftragsverarbeiter, sofern diese die Daten zur Erfüllung ihrer jeweiligen Leistungen 
benötigen, 

− Behörden, öffentliche Stellen und Institutionen bei Vorliegen einer gesetzlichen 
Verpflichtung, 

− Betreiber und Teilnehmer bonitätsrelevanter Informationssysteme zum Zweck des 
Gläubigerschutzes und der Risikominimierung, 

− Drittanbieter und Kooperationspartner (zB Kunden, Lieferanten, Zahlungsdienstleister), 
− Kredit- und Finanzinstitute oder vergleichbare Einrichtungen, 
− Rechts- und Steuerberater sowie Sachverständige zur Prüfung, Geltendmachung, 

Ausübung oder Verteidigung von Rechtsansprüchen, 
− Gerichte zur Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen. 

Eine Übermittlung personenbezogener Daten an Länder außerhalb des EWR kann zur 
Durchführung von vorvertraglichen Maßnahmen oder in Erfüllung eines Vertrages mit dem 
Betroffenen oder dem von ihm vertretenen Unternehmen erfolgen, insbesondere durch 
Konzerngesellschaften von Fronius oder aufgrund der Verwendung von Cloud-Lösungen für 
Kommunikation und Kollaboration, für Videokonferenzen, für die Aufrechterhaltung von 
Informations- und Datensicherheit und für die Kundenpflege und ein entsprechendes 
Kundenbeziehungsmanagementsystem. Allenfalls kann die Verarbeitung von 
personenbezogenen Daten auch bei Verwendung für Werbezwecke auf Social-Media-Kanälen 
(zB Facebook, Instagram) oder Websites außerhalb des EWR erfolgen.  
 
Eine solche Übermittlung kann auf der Basis von verbindlichen internen 
Datenschutzvorschriften nach Art 47 DSGVO, Angemessenheitsbeschlüssen der Europäischen 
Kommission nach Art 45 DSGVO oder Standarddatenschutzklauseln nach Art 46 Abs 2 lit c und d 
DSGVO erfolgen. In Ausnahmefällen kann eine Datenübertragung auch auf Grundlage des Art. 
49 DSGVO erfolgen, entweder weil Sie in die vorgeschlagene Datenübermittlung ausdrücklich 
eingewilligt haben, nachdem Sie über die für Sie bestehenden möglichen Risiken derartiger 
Datenübermittlungen ohne Vorliegen eines Angemessenheitsbeschlusses und ohne geeignete 
Garantien unterrichtet wurden, die Übermittlung für die Erfüllung eines Vertrags zwischen 
Ihnen und Fronius oder zur Durchführung von vorvertraglichen Maßnahmen auf Ihren Antrag 
erforderlich ist, oder die Übermittlung zum Abschluss oder zur Erfüllung eines in Ihrem 
Interesse  von Fronius mit einer anderen natürlichen oder juristischen Person geschlossenen 
Vertrags erforderlich ist. 
 
Datenübermittlung in die USA / Wegfall des Privacy Shields 
Fronius möchte ausdrücklich darauf hinweisen, dass seit 16. Juli 2020 aufgrund der 
Entscheidung „Schrems II“ des Europäischen Gerichtshofes das sogenannte „Privacy-Shield“, ein 
Angemessenheitsbeschluss der EU Kommission nach Art 45 DSGVO, mit dem den USA unter 
bestimmten Umständen ein angemessenes Datenschutz Niveau bestätigt wurde, per 
unverzüglicher Wirkung nicht mehr gültig ist. 
 
Das Privacy Shield stellt seither keine gültige Rechtsgrundlage für die Übermittlung 
personenbezogener Daten in die USA dar! 
 
Sofern im Rahmen einer Datenverarbeitung bei Fronius eine Datenübermittlung in die USA 
überhaupt stattfindet, nicht ausgeschlossen werden kann oder ein Dienstleister mit Sitz in den 

https://www.fronius.com/de/ueber-fronius/locations
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USA von uns eingesetzt wird, verweisen wir darauf explizit in dieser Datenschutzerklärung (siehe 
insbesondere die Beschreibung der genutzten Technologien auf unserer Website). 
Für Sie als Nutzer bedeutet die Übermittlung personenbezogener Daten in die USA Risiken. 
Diese folgen aus entsprechenden Befugnissen der US-Geheimdienste und der Rechtslage in den 
USA, die ein angemessenes Datenschutz-Niveau in den USA derzeit - nach Ansicht des EuGH - 
nicht mehr sicherstellt. U.a. handelt es sich dabei um folgende Punkte: 
• Section 702 des Foreign Intelligence Surveillance Act (FISA) sieht keine Beschränkungen der 
Überwachungsmaßnahmen der Geheimdienste und keine Garantien für Nicht-US-Bürger vor. 
• Presidential Policy Directive 28 (PPD-28) gibt Betroffenen keine wirksamen Rechtsbehelfe 
gegen Maßnahmen der US-Behörden und sieht keine Schranken für die Sicherstellung 
verhältnismäßiger Maßnahmen vor. 
• der im Privacy Shield vorgesehene Ombudsmann hat keine genügende Unabhängigkeit von 
der Exekutive; er kann keine bindenden Anordnungen gegenüber den Geheimdiensten treffen. 
 
Rechtskonforme Übermittlung von Daten in die USA auf Basis der 
Standardvertragsklauseln 
Die von der Europäischen Kommission im Jahr 2010 beschlossenen Standardvertragsklauseln 
(2010/87/EU vom 05.02.2010), Art. 46 Abs. 2 c DSGVO, sind weiterhin gültig, jedoch muss ein 
Schutzniveau für die personenbezogenen Daten sichergestellt sein, das dem in der 
Europäischen Union entspricht. Hier sind also nicht nur die vertraglichen Beziehungen mit 
unseren Dienstleistern relevant, sondern auch die Zugriffsmöglichkeit auf die Daten durch 
Behörden in den USA und das dortige Rechtssystem (Gesetzgebung und Rechtssprechung, 
Verwaltungspraxis von Behörden). 
Mit Durchführungsbeschluss vom 4. Juni 2021 (2021/914) hat die Europäische Kommission nun 
neue Standardvertragsklauseln für die Übermittlung personenbezogener Daten an Drittländer 
gemäß der Verordnung (EU) 2016/679 des Europäischen Parlaments und des Rates (DSGVO) 
erlassen. 
Mit Ablauf des 30.09.2021 dürfen ausschließlich die neuen Standardvertragsklauseln für die 
Übermittlung personenbezogener Daten an Drittländer zur Anwendung gelangen; zuvor 
vereinbarte Standardvertragsklauseln (2010/87/EU vom 05.02.2010) sind bis zum 31.12.2022 zu 
aktualisieren.  
Die Standardvertragsklauseln können Behörden in den USA nicht binden und stellen daher in 
den Fällen, in denen die Behörden nach dem Recht in den USA befugt sind, in die Rechte der 
betroffenen Personen einzugreifen, ohne zusätzliche Maßnahme durch uns und unseren 
Dienstleister noch keinen angemessenen Schutz dar. 
 
Unsere Maßnahmen, um eine Datenübermittlung in die USA rechtskonform zu gestalten 
Soweit die Möglichkeit besteht, wählen wir stets die Verarbeitung von Daten auf EU-Servern. 
Damit sollte technisch sichergestellt sein, dass die Daten innerhalb der Europäischen Union 
liegen und das Risiko eines Zugriffes durch US-Behörden weitgehend minimiert wird. 
Mit US Dienstleistern bemühen wir uns Standardvertragsklauseln abzuschließen und zusätzliche 
Garantien einzufordern. Insbesondere verlangen wir je nach Möglichkeit den Einsatz von 
Technologien die einen Zugriff auf Daten nicht möglich machen z.B. den Einsatz von 
Verschlüsselungen, die auch von US-Diensten nicht gebrochen werden können oder 
Anonymisierung bzw. Pseudonymisierung der Daten, bei der nur Fronius oder der Dienstleister 
die Zuordnung vornehmen kann. Gleichzeitig verlangen wir eine unverzügliche Information vom 
Dienstleister, falls tatsächlich ein Zugriff auf Daten durch Dritte angefordert wird oder passiert 
sowie das Ausschöpfen sämtlicher Rechtsmittel durch den Dienstleister gegen einen 
angeforderten Zugriff auf Daten von Fronius. Unsere Dienstleister oder Auftragsverarbeiter 
verpflichten wir vertraglich, auch mit ihren Subauftragsnehmern eine Datenübermittlung 
außerhalb der EU ausschließlich unter Einhaltung der Grundsätze für Datenübermittlungen 
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gemäß Art 44 ff. DSGVO zu vereinbaren sowie die Subauftragsnehmer zur Einhaltung des 
Datenschutzniveaus der DSGVO zu verpflichten.  
 
SPEICHERDAUER/LÖSCHUNG 
Wir speichern Ihre Daten abhängig vom Bestehen eines rechtmäßigen Verarbeitungszwecks 
unterschiedlich lange. 
  
In der Regel verarbeiten wir Ihre Informationen für die Dauer der gesamten 
Geschäftsbeziehung (von der Anbahnung, Abwicklung bis zur Beendigung eines Vertrags, sowie 
bis zur Beendigung jeglichen Informationsinteresses von Ihrer Seite). Darüber hinaus speichern 
wir Ihre Daten unter Einhaltung und im Rahmen der gesetzlichen Aufbewahrungs- und 
Dokumentationspflichten, den geltenden Garantie-, Gewährleistungs- und Verjährungsfristen, 
im Falle von Rechtsstreitigkeiten, bei denen die Daten als Beweis benötigt werden, bis zu deren 
Beendigung. 
 
Einzelne Aufbewahrungsfristen finden Sie in den besonderen Informationen zu 
Datenverarbeitungen. Unseren Aufbewahrungsfristen jeweils ab Entstehung der Daten liegen 
die folgenden Prinzipien zu Grunde: 

− Daten, die keiner längeren Aufbewahrung zu Nachweiszwecken bedürfen, werden 
nach 6 Monaten gelöscht. 

− Daten, die zu Nachweiszwecken benötigt werden und / oder Basis für 
Rechtsansprüche sind, die einer Verjährungsfrist von 3 Jahren unterliegen (z.B. 
Schadenersatz, Gewährleistung) und keine Rechtfertigung für eine längere 
Aufbewahrung besteht, löschen wir nach Ablauf von 3 Jahren. 

− Daten, deren Aufbewahrung für Nachweiszwecke erforderlich ist, insb. 
Korrespondenzen und deren Inhalte, löschen wir nach Ablauf von 5 Jahren.  

− Daten, deren Aufbewahrung für abrechnungs-, steuerrechtlich-, oder zollrechtlich 
relevante Zwecke sowie aufgrund von Förderungen oder für den Fall der 
Geltendmachung von Kaufpreis-, Leistungs- oder auch besonderen Schadenersatz- 
bzw. Haftungsansprüchen (z.B. Produkthaftung) erforderlich ist, werden für die 
Dauer von 10 Jahren aufbewahrt. 

− Daten, deren Aufbewahrung für die Erfüllung von Garantieleistungen und deren 
Nachvollziehbarkeit erforderlich sind werden für die Dauer von 20 Jahren aufbewahrt 
(diese Dauer entspricht der längsten Garantiefrist bei Fronius). 

− Eine Löschung von personenbezogenen Daten, die beispielsweise für die Ausstellung 
eines Dienstzeugnisses erforderlich sind oder aber zur Geltendmachung, Ausübung 
oder Verteidigung von Rechtsansprüchen, insbesondere im Hinblick auf eine 
absolute Verjährungsfrist von 30 Jahren erforderlich sind kann in diesen besonderen 
Fällen auch erst nach 30 Jahren erfolgen – stets unter Berücksichtigung des 
Verarbeitungszwecks. 

Im Fall einer Einwilligung zur Datenverarbeitung (insbesondere bei Zusendung elektronischer 
Nachrichten) erfolgt die Speicherung – mit Ausnahme anderer Angaben im Einwilligungstext - 
bis zum jederzeit möglichen Widerruf durch den Betroffenen, wobei durch den Widerruf die bis 
zu diesem Zeitpunkt erfolgte Verarbeitung nicht berührt wird. 
 
BETROFFENENRECHTE 
Betroffene der Datenverarbeitung haben jederzeit folgende Rechte: 
/ Auskunftsrecht 
Sie haben das Recht, jederzeit im Umfang von Art. 15 DSGVO Auskunft über Ihre 
personenbezogenen Daten zu verlangen, die wir verarbeiten. 
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/ Recht auf Berichtigung und Ergänzung 
Sollten Ihre personenbezogenen Daten unrichtig oder unvollständig sein, haben Sie im Umfang 
von Art. 16 DSGVO ein Recht auf Berichtigung und Ergänzung.  
/ Recht auf Einschränkung der Verarbeitung 
Bei Vorliegen der gesetzlichen Voraussetzungen können Sie im Umfang von Art. 18 DSGVO eine 
Einschränkung der Verarbeitung Ihrer personenbezogenen Daten verlangen. 
  
/ Recht auf Löschung 
Sie können im Umfang von Art. 17 DSGVO jederzeit die Löschung Ihrer personenbezogenen 
Daten verlangen, sofern wir nicht rechtlich zur weiteren Verarbeitung Ihrer Daten verpflichtet 
oder berechtigt sind. 
  
/ Recht auf Datenübertragbarkeit 
Erfolgt eine Verarbeitung auf Grundlage eines Vertrages oder Ihrer Einwilligung und mithilfe 
automatisierter Verfahren, so haben Sie im Umfang von Art. 20 DSGVO ein Recht auf 
Übertragung der Sie betreffenden personenbezogenen Daten in einem strukturierten, gängigen 
und maschinenlesbaren Format, sofern dadurch nicht die Rechte und Freiheiten anderer 
Personen beeinträchtigt werden. 
  
/ Widerspruchsrecht 
Sie haben das Recht, im Umfang von Art. 21 DSGVO gegen eine Verarbeitung Widerspruch zu 
erheben, soweit die Datenverarbeitung zum Zwecke der Direktwerbung oder des Profilings 
erfolgt. Einer Verarbeitung auf Grund einer Interessenabwägung können Sie unter Angabe von 
Gründen, die sich aus Ihrer besonderen Situation ergeben, widersprechen. 
  
/ Recht auf Widerruf der datenschutzrechtlichen Einwilligungserklärung 
Sie haben das Recht, Ihre datenschutzrechtliche Einwilligungserklärung jederzeit zu widerrufen. 
Durch den Widerruf der Einwilligung wird die Rechtmäßigkeit der aufgrund der Einwilligung bis 
zum Widerruf erfolgten Verarbeitung nicht berührt. 
  
/ Recht auf Beschwerde bei einer Aufsichtsbehörde 
Unbeschadet eines anderweitigen verwaltungsrechtlichen oder gerichtlichen Rechtsbehelfs 
steht Ihnen das Recht auf Beschwerde bei einer Aufsichtsbehörde nach Art. 77 DSGVO, 
insbesondere in dem Mitgliedstaat Ihres Aufenthaltsorts, ihres Arbeitsplatzes oder des Orts des 
mutmaßlichen Verstoßes, zu, wenn Sie der Ansicht sind, dass die Verarbeitung der Sie 
betreffenden personenbezogenen Daten gegen die DSGVO verstößt. Die Aufsichtsbehörde, bei 
der die Beschwerde eingereicht wurde, unterrichtet den Beschwerdeführer über den Stand und 
die Ergebnisse der Beschwerde einschließlich der Möglichkeit eines gerichtlichen Rechtsbehelfs 
nach Art. 78 DSGVO. Die für uns zuständige Datenschutzbehörde bzw. Aufsichtsbehörde finden 
Sie unten bei den Kontaktdaten. 
 
Zur Ausübung der Betroffenenrechte wenden Sie sich bitte -per Post, E-Mail - an die unten 
angegebene Kontaktadresse. Die jeweilige Bearbeitung Ihres Anliegens bzw Ihrer Daten erfolgt, 
ohne dass die Rechtmäßigkeit der bis zum Erhalt Ihres Anliegens erfolgten Verarbeitung 
berührt wird und insoweit die Bearbeitung Fronius zumutbar ist. 
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II. Informationen zu einzelnen Datenverarbeitungen 
 
1. NEWSLETTER 
Kategorien personenbezogener Daten, die Fronius im Rahmen dieser Datenverarbeitung erhebt 
und verarbeitet: 

− Name (wie Vorname, Nachname, Namenszusätze, Anrede)  
− Kontaktdaten (wie E-Mail-Adresse, ggf. auch Anschrift, (Mobil-)Telefonnummer, ggf. 

Unternehmensdaten: E-Mail-Adresse, Anschrift)  
− gegebenenfalls Betroffenendaten und IT-Daten (Einwilligung und Double-Opt-In 

Status) 

Die Daten werden direkt bei Ihnen erhoben und insbesondere auf Basis 
folgender Rechtsgrundlagen verarbeitet:  
 
/ Erfüllung eines Vertragsverhältnisses oder zur Durchführung vorvertraglicher Maßnahmen 
(Art 6 Abs 1 lit b DSGVO) 
Die Datenverarbeitung kann zu Zwecken der Einleitung vorvertraglicher Maßnahmen oder der 
Erfüllung der Pflichten aus einem mit Ihnen geschlossenen Vertrag (etwa die Ermittlung des 
Gewinners bei Gewinnspielen, Authentifizierung für die Nutzung unserer Dienste, Gewährung 
von erweiterten (Gewährleistungs-) Rechten) oder auf Basis der von Ihnen akzeptierten 
Bedingungen erfolgen. 
/ auf Basis Ihrer Einwilligung (Art 6 Abs 1 lit a DSGVO) 
Eine erteilte Einwilligung zur Verarbeitung Ihrer personenbezogenen Daten für Zwecke des 
Newsletterversands kann jederzeit von Ihnen mit Wirkung für die Zukunft widerrufen werden. 
Auch Einwilligungen, die vor der Geltung der DS-GVO (25. Mai 2018) erteilt worden sind, können 
widerrufen werden. Verarbeitungen, die vor dem Widerruf erfolgt sind, bleiben vom Widerruf 
unberührt.  
/ Wahrung berechtigter Interessen von Fronius im Rahmen der Interessenabwägung (Art 6 Abs 
1 lit f DSGVO) 
Die Zwecke der Verarbeitung ergeben sich aus der Wahrung unserer berechtigten Interessen. 
Unser berechtigtes Interesse kann zur Begründung der weiteren Verarbeitung der von Ihnen 
überlassenen Daten herangezogen werden, sofern Ihre Interessen oder Grundrechte und 
Grundfreiheiten nicht überwiegen. Unser berechtigtes Interesse liegt hier in der Versendung 
von Informationen und Angeboten zu unseren Produkten an Bestandskunden, Nutzer unserer 
Angebote und Leistungen sowie Interessenten. 
 
Dauer der Verarbeitung (Kriterien der Löschung) 
Die Daten werden grundsätzlich bis zur Abwicklung des Vertragsverhältnisses und darüber 
hinaus für die Zwecke des Newsletterversands solange aufbewahrt und verarbeitet, bis sie der 
Zusendung des Newsletters widersprechen bzw. Ihre Einwilligung widerrufen. Über diesen 
Umstand werden wir Sie gesondert im Zuge der Registrierung oder in unseren Bedingungen 
aufklären. 
Eine Einwilligung zur Nutzung Ihrer E-Mail-Adresse für Werbezwecke kann jederzeit mit Wirkung 
für die Zukunft widerrufen werden, indem Sie den Link „Abmelden“ oder „Newsletter 
abbestellen“ am Ende des Newsletters anklicken oder durch eine Nachricht an 
cancellation(at)fronius.com mit dem Widerruf Ihrer Einwilligung. 
Die Speicherung der Daten für den Newsletterversand erfolgt längstens bis zur Abbestellung 
des Newsletters. Wir sind berechtigt Ihre E-Mail Adresse aufgrund Ihrer weiteren Angaben auf 
ihre Authentizität und Richtigkeit zu überprüfen. 
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Ergänzende Informationen zu dieser Datenverarbeitung 
Einen Newsletter von Fronius können Sie erhalten, wenn Sie uns hierfür eine Einwilligung erteilt 
haben, Sie Bestandskunde sind, oder wir ihre personenbezogenen Daten als Gegenleistung für 
eine Zurverfügungstellung unserer Angebote verarbeiten, wie folgt: 
/ Einwilligung: Wenn Sie Ihre Einwilligung zum regelmäßigen Erhalt von interessanten 
Angeboten und Neuigkeiten von Fronius per E-Mail gegeben habe, senden wir Ihnen auf Basis 
dieser Einwilligung bis zu einem möglichen Widerruf Ihrer Einwilligung regelmäßig Newsletter 
zu. 
/ Bestandskunden: An Bestandskunden von Fronius versenden wir Newsletter E-Mail nur dann, 
wenn wir ihre Kontaktinformation für den Newsletterversand im Zusammenhang mit dem 
Verkauf oder der Erbringung einer Dienstleistung an Sie erhalten haben und wir Sie bei 
Erhebung und jeder weiteren Übertragung über die Möglichkeit informiert haben, dass Sie die 
Nutzung ihrer Kontaktdaten für diesen Zweck ablehnen können und vorausgesetzt, Sie sind 
nicht in der Liste gemäß § 7 Abs. 2 E-Commerce-Gesetz eingetragen. 
/ Daten für die Nutzung unserer Angebote: Ihre personenbezogenen Daten können Sie uns 
auch als Gegenleistung für die Nutzung unserer Angebote oder Leistungen wie beispielsweise   

− die Teilnahme an einem Gewinnspiel,  
− die Zurverfügungstellung unserer Inhalte,  
− die Nutzung unserer Online-Services, Software oder Apps, oder 
− die Produktregistrierung für erweiterte Gewährleistungsrechte 

und durch das Akzeptieren der entsprechenden (Teilnahme-, Nutzungs-, Geschäfts- oder 
sonstigen) -Bedingungen zur Verarbeitung für den regelmäßigen Erhalt von Newslettern über 
Fronius Produkte und Dienstleistungen zu Werbezwecken per E-Mail gegeben haben. 
Ihre E-Mail-Adresse wird nicht an Dritte zu Werbezwecken weitergegeben.  
 
2. ONLINE KONFERENZEN und WEBINARE 
 
Kategorien personenbezogener Daten, die Fronius im Rahmen dieser Datenverarbeitung 
erhebt und verarbeitet: 

− Name (wie Vorname, Nachname, Namenszusätze, Anrede)  
− Kontaktdaten (wie E-Mail-Adresse, ggf. auch Anschrift, (Mobil-)Telefonnummer, ggf. 

Unternehmensdaten: E-Mail-Adresse, Anschrift)  
− IT-Daten (wie Username, Passwort, IP-Adresse, Log-Files) 
− ggf. Bilddaten 
− Interaktions- und Korrespondenzdaten 
− Inhaltsdaten 

Die Daten werden direkt bei Ihnen erhoben und insbesondere auf Basis 
folgender Rechtsgrundlagen verarbeitet:  
/ Erfüllung eines Vertragsverhältnisses oder zur Durchführung vorvertraglicher Maßnahmen 
(Art 6 Abs 1 lit b DSGVO) 
Die Datenverarbeitung kann zu Zwecken der Einleitung vorvertraglicher Maßnahmen oder der 
Erfüllung der Pflichten aus einem mit Ihnen geschlossenen Vertrag (etwa die Besprechung von 
Vertragsinhalten oder Bearbeitungen in Online-Konferenzen oder die Abhaltung eines von 
Ihnen gebuchten Webinars) und auf Basis der von Ihnen akzeptierten Bedingungen erfolgen. 
/ auf Basis Ihrer Einwilligung (Art 6 Abs 1 lit a DSGVO) 
Die Zwecke der Verarbeitung personenbezogener Daten kann sich aus einer Einwilligung des 
Teilnehmers ergeben (wie im Falle einer Aufzeichnung oder bei gesonderter Abfrage der 
Einwilligung). Eine erteilte Einwilligung zur Verarbeitung Ihrer personenbezogenen Daten kann 
jederzeit von Ihnen mit Wirkung für die Zukunft widerrufen werden. Auch Einwilligungen, die 
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vor der Geltung der DS-GVO (25. Mai 2018) erteilt worden sind, können widerrufen werden. 
Verarbeitungen, die vor dem Widerruf erfolgt sind, bleiben vom Widerruf unberührt.  
/ Wahrung berechtigter Interessen von Fronius im Rahmen der Interessenabwägung (Art 6 Abs 
1 lit f DSGVO) 
Die Zwecke der Verarbeitung ergeben sich aus der Wahrung unserer berechtigten Interessen. 
Unser berechtigtes Interesse kann zur Begründung der Verarbeitung der von Ihnen 
überlassenen Daten herangezogen werden, sofern Ihre Interessen oder Grundrechte und 
Grundfreiheiten nicht überwiegen. Unser berechtigtes Interesse liegt hier im Falle von offenen 
Webinaren, sofern kein Vertragsverhältnis über die Teilnahme am Webinar entstanden ist darin, 
ein Webinar durchzuführen und Informationen einer breiten Öffentlichkeit zukommen zu 
lassen. Berechtigte Interessen können auch in der weiteren Verarbeitung zu 
Dokumentationszwecken nach Abschluss von Online-Konferenzen oder Seminaren liegen.  
 
Dauer der Verarbeitung (Kriterien der Löschung) 
Die Verarbeitung der von Ihnen überlassenen Daten erfolgt so lange, wie sie zur Erreichung des 
vertraglich vereinbarten Zweckes notwendig ist, grundsätzlich so lange das Vertragsverhältnis 
mit Ihnen besteht. Nach der Beendigung des Vertragsverhältnisses werden die von Ihnen 
überlassenen Daten zur Einhaltung gesetzlicher Aufbewahrungspflichten oder aufgrund 
unserer berechtigten Interessen verarbeitet. Nach dem Ablauf der gesetzlichen 
Aufbewahrungsfristen und/oder dem Wegfall unserer berechtigten Interessen werden die von 
Ihnen überlassenen Daten gelöscht. 
  
Ergänzende Informationen zu dieser Datenverarbeitung 
Bei der Nutzung unserer Tools werden verschiedene Datenarten verarbeitet. Der Umfang der 
Daten hängt dabei auch davon ab, welche Angaben zu Daten Sie vor bzw. bei der Teilnahme an 
einem „Online-Meeting“ machen. 
 
Für den Beitritt zu einer Online-Veranstaltung ist die Angabe eines Namens erforderlich, dabei 
kann auch ein Pseudonym gewählt werden. Die Angaben werden im Browser 
zwischengespeichert und für künftige Beitritte zu Online-Veranstaltungen verwendet. 
Um die Anzeige von Video und die Wiedergabe von Audio zu ermöglichen, werden während der 
Dauer des Meetings die Daten vom Mikrofon Ihres Endgeräts sowie von einer Videokamera des 
Endgeräts verarbeitet. Der Zugriff kann jederzeit über die Schaltflächen mit den jeweiligen 
Symbolen deaktiviert werden. Die Teilnahme an Online-Veranstaltungen ist grundsätzlich auch 
möglich, wenn der Zugriff deaktiviert ist. Es besteht auch die Möglichkeit in einem Gruppenchat 
Textnachrichten auszutauschen. Die Nachrichten sind dann für alle Teilnehmer der Online-
Veranstaltung sichtbar. 
 
Wenn im Rahmen einer Veranstaltung der Bildschirm eines Teilnehmers übertragen wird, wird 
der angezeigte Bildschirminhalt im Online-Meeting allen anderen Teilnehmern angezeigt. Jeder 
Teilnehmer sollte daher, bevor er die Funktion nutzt, sicherstellen, dass keine sensiblen Daten 
auf dem Bildschirm angezeigt werden. Die Funktion zum Teilen des Bildschirms kann jederzeit 
über die entsprechende Schaltfläche wieder deaktiviert werden. 
Für den Fall, dass wir Online-Meetings aufzeichnen, werden wir Ihnen das vor Beginn der 
Aufzeichnung mitteilen und – soweit erforderlich – um eine mündliche Zustimmung bitten. 
Sollten Sie eine Aufzeichnung nicht wünschen, können Sie das Online-Meeting verlassen. Sollten 
Online-Meetings aufgezeichnet werden erkennt man dies an einem Aufnahme-Symbol im 
Bildschirmbereich. In diesem Fall werden alle Video- und Audiodaten von uns gespeichert. 
 
Online-Konferenz-Tools bei Fronius und Empfänger 
Zur Durchführung unserer täglichen Bürokommunikation sowie für Telefonkonferenzen, Online-
Meetings und/oder Videokonferenzen nutzen wir intern sowie extern Microsoft Teams und 
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Skype. Für Webinare wird daneben auch GotoWebinar verwendet. 
Für die Teilnahme an einem Online Meeting oder einem Webinar erhält ein Teilnehmer eine E-
Mail, die einen Einladungslink enthält. Die E-Mail-Adresse wurde uns dabei entweder vom 
externen Teilnehmer mitgeteilt oder von uns im Rahmen der Anmeldung zu einem Online-
Meeting oder einem Webinar erhoben. Von Fronius Mitarbeitern werden die Firmen-
Kontaktdaten für die Teilnahme an Online-Meetings verwendet. 
 
Microsoft Teams: 
Zur Durchführung von Online-Meetings und zur Veranstaltung von Webinaren verwenden wir 
den Dienst Microsoft Teams der Microsoft Ireland Operations, Ltd., South County Business Park 
Leopardstown, Dublin 18, D18 P521, Ireland, ein verbundenes Unternehmen der Microsoft 
Cooperation, Redmond, WA, USA, https://www.microsoft.com/de-at/microsoft-teams/group-
chat-software („MS Teams“).  
ACHTUNG! Im Rahmen dieses Dienstes erfolgt eine Datenübermittlung in die USA bzw. 
kann eine solche nicht ausgeschlossen werden. 
 
Skype for Business: 
Zur Durchführung von Online-Meetings und zur Veranstaltung von Webinaren verwenden wir 
den Dienst Skype der Microsoft Ireland Operations, Ltd., South County Business Park 
Leopardstown, Dublin 18, D18 P521, Ireland, ein verbundenes Unternehmen der  Microsoft 
Cooperation - Redmond, WA, USA, https://www.skype.com/de/business/ („Skype“). 
ACHTUNG! Im Rahmen dieses Dienstes erfolgt eine Datenübermittlung in die USA bzw. 
kann eine solche nicht ausgeschlossen werden. 
Wir haben mit Microsoft (MS Teams & Skype) eine Auftragsverarbeitungvereinbarung 
geschlossen. Für die Verarbeitung von Daten in den USA wird das Schutzniveau durch die 
Verwendung der EU-Standardvertragsklauseln garantiert. 
Weiterführende Informationen zum Datenschutz erhalten Sie 
unter  https://privacy.microsoft.com/privacystatement zur Verwendung dieses Dienstes. 
 
GotoWebinar: 
Zur Durchführung von Online-Meetings und insbesondere zur Veranstaltung von Webinaren 
verwenden wir den Dienst GotoWebinar der LogMeIn Ireland Unlimited Company, ein 
verbundenes Unternehmen des LogMeIn Konzerns LogMeIn, Inc. Boston, 320 Summer Street, 
Boston, MA 02210, USA. 
ACHTUNG! Im Rahmen dieses Dienstes erfolgt eine Datenübermittlung in die USA bzw. 
kann eine solche nicht ausgeschlossen werden. 
Wir haben mit LogMeIn Ireland eine Auftragsverarbeitungvereinbarung geschlossen. Für die 
Verarbeitung von Daten in den USA wird das Schutzniveau durch die Verwendung der EU-
Standardvertragsklauseln garantiert. 
Weiterführende Informationen zum Datenschutz erhalten Sie 
unter https://www.logmein.com/de/trust/privacy  zur Verwendung dieses Dienstes. 
 
3. KURSE, SCHULUNGEN und WEBINARE 
Kategorien personenbezogener Daten, die Fronius im Rahmen dieser Datenverarbeitung 
erhebt und verarbeitet: 

− Name (wie Vorname, Nachname, Namenszusätze, Anrede)  
− Kontaktdaten (wie E-Mail-Adresse, ggf. auch Anschrift, (Mobil-)Telefonnummer, ggf. 

Unternehmensdaten: E-Mail-Adresse, Anschrift) 
− ggf. Unternehmensdaten (wie Art und Name des Unternehmens, berufliche 

Funktion) 
− Personendaten (wie Sprache) 

https://www.microsoft.com/de-at/microsoft-teams/group-chat-software
https://www.microsoft.com/de-at/microsoft-teams/group-chat-software
https://www.skype.com/de/business/
https://privacy.microsoft.com/privacystatement
https://www.logmein.com/de/trust/privacy
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− ggf. Vertragsdaten 
− ggf. Besuchsdaten 
− ggf. Bank- und Finanzdaten 

Die Daten werden direkt bei Ihnen erhoben und insbesondere auf Basis 
folgender Rechtsgrundlagen verarbeitet:  
/ Erfüllung eines Vertragsverhältnisses oder zur Durchführung vorvertraglicher Maßnahmen 
(Art 6 Abs 1 lit b DSGVO) 
Die Datenverarbeitung kann zu Zwecken der Einleitung vorvertraglicher Maßnahmen oder der 
Erfüllung der Pflichten aus einem mit Ihnen (oder mit Ihrem Unternehmen/Arbeitgeber) 
geschlossenen Vertrag (etwa die Anmeldung und Teilnahme zum entsprechenden Kursangebot 
oder Webinar, Organisation und Kommunikation sowie Durchführung und Abschluss von 
Qualifikationen) und auf Basis der von Ihnen akzeptierten Bedingungen erfolgen. 
/ zur Wahrung berechtigter Interessen von Fronius im Rahmen der Interessenabwägung (Art 6 
Abs 1 lit f DSGVO) 
Die Zwecke der Verarbeitung ergeben sich aus der Wahrung unserer berechtigten Interessen. 
Unser berechtigtes Interesse kann zur Begründung der Verarbeitung der von Ihnen 
überlassenen Daten herangezogen werden, sofern Ihre Interessen oder Grundrechte und 
Grundfreiheiten nicht überwiegen. Unser berechtigtes Interesse kann hier beispielsweise in der 
Verarbeitung Ihrer personenbezogenen Daten für die Zwecke der Organisation und Abhaltung 
von Kursen und Schulungen, präsent wie auch online, sowie in der Information über weitere 
Kursangebote liegen. 
 
Dauer der Verarbeitung (Kriterien der Löschung) 
Die Verarbeitung der von Ihnen überlassenen Daten erfolgt so lange, wie sie zur Erreichung des 
vertraglich vereinbarten Zweckes notwendig ist, grundsätzlich so lange das Vertragsverhältnis 
mit Ihnen besteht. Nach der Beendigung des Vertragsverhältnisses werden die von Ihnen 
überlassenen Daten zur Einhaltung gesetzlicher Aufbewahrungspflichten oder aufgrund 
unserer berechtigten Interessen verarbeitet. Nach dem Ablauf der gesetzlichen 
Aufbewahrungsfristen und/oder dem Wegfall unserer berechtigten Interessen werden die von 
Ihnen überlassenen Daten gelöscht. 
  
Ergänzende Informationen zu dieser Datenverarbeitung 
Wege zu Kursen, Schulungen und Webinaren von Fronius 
Fronius bietet seinen Kunden, Geschäftspartnern, Mitarbeitern und anderen Personen die 
Möglichkeit, Kurse, Schulungen oder auch Webinare im Zusammenhang mit Fronius-Produkten 
zu besuchen. Die Absolvierung dieses Angebotes kann auch Teil einer Vereinbarung mit 
Geschäftspartnern und Voraussetzung für Zertifizierungen durch Fronius sein (wie Zertifizierung 
zum „Certified Partner“). 
Empfänger 
Sofern wir Kurse, Schulungen oder Webinare gemeinsam mit Partnern von uns veranstalten, 
erhalten Sie eine Information darüber und geben wir Ihre personenbezogenen Daten an diese 
weiter. Für diesen Zweck haben wir mit unseren Partnern entsprechende 
Auftragsverarbeitungsverträge oder Verträge über eine gemeinsame Verantwortlichkeit 
abgeschlossen. 
*Werden Kurse oder Schulungen als Webinare abgehalten, gelten ergänzend die im Punkt „Online 
Konferenzen und Webinare“ genannten Bestimmungen.  
 
4. ONLINE-SERVICES, SOFTWARE UND APPS 
Kategorien personenbezogener Daten, die Fronius erhebt und verarbeitet, wenn Sie sich für die 
Nutzung unserer Online-Services oder Apps registrieren: 

− Name 
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− Kontaktdaten 
− Unternehmensdaten 
− Personendaten 
− Vertragsdaten 
− IT-Daten 
− Produktnutzungsdaten (wie Anlage- und Anlagenutzungsdaten) 
− Positionsdaten 
− Bank- und Finanzdaten 

Die Daten werden direkt bei Ihnen erhoben und insbesondere auf Basis 
folgender Rechtsgrundlagen verarbeitet: 
  
/ Erfüllung eines Vertragsverhältnisses oder zur Durchführung vorvertraglicher Maßnahmen 
(Art 6 Abs 1 lit b DSGVO) 
Die Datenverarbeitung kann zu Zwecken der Einleitung vorvertraglicher Maßnahmen oder der 
Erfüllung der Pflichten aus einem mit Ihnen (oder mit Ihrem Unternehmen/Arbeitgeber) 
geschlossenen Vertrag (etwa Bereitstellung der Online-Services und Software, Authentifizierung 
für die Nutzung unserer Dienste, Gewährung von erweiterten Rechten) und auf Basis der von 
Ihnen akzeptierten Bedingungen erfolgen. 
/ auf Basis Ihrer Einwilligung (Art 6 Abs 1 lit a DSGVO) 
Die Zwecke der Verarbeitung personenbezogener Daten kann sich aus Ihrer Einwilligung zur 
Verarbeitung Ihrer Daten für die Zwecke der Nutzung unserer Online-Services und Software 
bzw. unserer Dienste ergeben. Eine erteilte Einwilligung zur Verarbeitung Ihrer 
personenbezogenen Daten kann jederzeit von Ihnen mit Wirkung für die Zukunft widerrufen 
werden. Auch Einwilligungen, die vor der Geltung der DSGVO (25. Mai 2018) erteilt worden sind, 
können widerrufen werden. Verarbeitungen, die vor dem Widerruf erfolgt sind, bleiben vom 
Widerruf unberührt.  
/ Wahrung berechtigter Interessen von Fronius im Rahmen der Interessenabwägung (Art 6 Abs 
1 lit f DSGVO) 
Die Zwecke der Verarbeitung ergeben sich aus der Wahrung unserer berechtigten Interessen. 
Unser berechtigtes Interesse kann zur Begründung der Verarbeitung der von Ihnen 
überlassenen Daten herangezogen werden, sofern Ihre Interessen oder Grundrechte und 
Grundfreiheiten nicht überwiegen. Unser berechtigtes Interesse liegt hier in der Bereitstellung 
der Online-Services und Software für unsere Kunden, Optimierung und Erweiterung unseres 
Angebotes, verbesserte Kundenbetreuung, Unternehmenskommunikation, in der internen 
Verwaltung und Optimierung des Geschäftsablaufs, sowie in der Verbesserung unserer 
Produkte und Fehlerbehebung. Nach der Registrierung zur Nutzung unserer Online-Services, 
Software und Apps verarbeitet Fronius auch die Daten Ihrer registrierten Anlagen und Geräte 
entsprechend der geltenden Nutzungsbedingungen. Dabei werden Nutzungsdaten Ihrer 
registrierten Anlagen und Geräte zu Zwecken der Analyse dieser Daten und in weiterer Folge zur 
Verbesserung der Performance sowie unserer Produkte regelmäßig an Fronius übertragen. Die 
Anlage- und Gerätedaten werden auf Basis des berechtigten Interesses von Fronius verarbeitet, 
Nutzungsdaten von bei Fronius registrierten Anlagen und Geräten zu Analyse- sowie zu 
Verbesserungszwecken zu verwenden. 
 
Dauer der Verarbeitung (Kriterien der Löschung) 
Die Daten werden grundsätzlich für die Dauer des Vertragsverhältnisses verarbeitet. Nach 
Deaktivierung Ihres Accounts werden ihre personenbezogenen Daten darüber hinaus für 2 
Jahre zum Zwecke der Rückgängigmachung irrtümlicher Deaktivierung und einer möglichen 
Rechtsverteidigung aufbewahrt und danach gelöscht. 
Für den Fall, dass Sie Ihre Einwilligung zur Datenverarbeitung erteilt haben, löschen wir Ihre 
Daten, sobald Sie Ihre Einwilligung widerrufen.  
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Ergänzende Informationen zu dieser Datenverarbeitung 
Wege zu unseren Online-Services, Software und Apps 
Für die Nutzung unserer Online-Services, Software und Apps ist eine Online-Registrierung 
mittels Email-Adresse und Passwort sowie gegebenenfalls die Eingabe Ihrer weiteren Daten 
erforderlich, bei der die Daten direkt von Ihnen erhoben werden. Im Zuge der Registrierung 
akzeptieren Sie die Bedingungen des jeweiligen Angebots. 
 
Empfänger 
Ihre Daten werden nicht an Dritte weitergegeben. 
Für den Betrieb unserer Online-Services, Software und Apps nutzen wir Cloudlösungen und 
Dienstleister, mit denen wir entsprechende Auftragsverarbeitungsverträge abgeschlossen 
haben. Betreffend Datenübermittlungen in Drittländer gelten ergänzend die Informationen im 
Allgemeinen Teil. 
 
Nach der Registrierung zu unseren Services können Sie teilweise Ihren Benutzernamen für 
andere Mitglieder sichtbar machen. Darüber hinaus können Sie weitere Daten Ihres Profils oder 
Ihrer Anlage freigeben bzw. veröffentlichen und für andere Mitglieder sichtbar machen. 
Innerhalb Ihres Profils haben Sie die Möglichkeit, den Umfang, in dem Ihre Daten veröffentlicht 
werden, durch entsprechende Einstellungen anzupassen. Es liegt in Ihrem freien Ermessen zu 
entscheiden, welche und in welchem Umfang diese Daten für andere Nutzer frei gegeben bzw. 
veröffentlicht werden. Einzelheiten werden auf den Websites bei der jeweiligen Funktion der 
jeweiligen Online-Services und Apps genauer erklärt. 
 
Fronius als Auftragsverarbeiter 
Dort wo unsere Business-Kunden bei der Nutzung unserer Online-Services, Software und Apps 
als „Verantwortlicher“ betrachtet werden und wir „Auftragsverarbeiter“ im Sinne der DSGVO 
sind, gilt der hier für unsere Business-Kunden abrufbare Auftragsverarbeitungsvertrag. 
 

III. Besondere Datenschutzinformationen 
Informationen zu einzelnen Datenverarbeitungen im Rahmen unseres Angebotes finden Sie hier 
 

IV. Individuelle Informationen für diese Webseite 
Detailinformationen zu den einzelnen Cookies auf unserer Website finden Sie in unserer Cookie 
Erklärung. Dort können Sie auch Ihre Cookie-Einstellungen ändern sowie auch nachträglich 
nicht notwendige Cookies ablehnen.  
 

V. Kontaktdaten 
Fronius International GmbH 
Froniusstraße 1 
4643 Pettenbach 
Österreich 
E-Mail-Adresse: dataprotection@fronius.com  
 
 

 

 
 

https://www.fronius.com/de/besondere-datenschutzinformationen
https://www.fronius.com/en/cookie-policy
https://www.fronius.com/en/cookie-policy

